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基于嵌入式ARM9的USB设计与实现

引 言

USB(Universal Serial Bus)是通用串行总线的缩写，因其具有方便易用，动态分配带宽，容错性优越和高性价比等特点，现已成为计算机的主流接口。

随着嵌入式系统的广泛应用，各种小型终端需要开发出与外界联系的USB接口。目前，常用的技术有两种。基于单片机的USB接口，特点是需要外置芯片，电路复杂，留下的CPU资源不多；基于ARM的USB接口，特点是资源丰富，但ARM系列产品较多，如果选型不当，还需要搭接较多的外围电路，且不能很好地发挥CPU性能。USB 接口原理

USB1.1 规范[1]将USB 分为5 部分：控制器、控制器驱动程序、USB 芯片驱动程序、USB设备以及针对不同USB 设备的客户端驱动程序。

(1)控制器（Host Controller）主要负责执行由控制器驱动程序发出的命令。

(2)控制器驱动程序（Host Controller Driver）, 在控制器与USB 设备间建立通信

管道（Pipe）。

(3)USB 驱动程序（USB Driver），提供对不同USB 设备及芯片的支持。(4)USB 设备（USB Device）, 有两类USB 设备：一类称为功能设备（Function），另

一类是称为USB 集线器（HUB）,可以连接多个USB 设备。

(5)USB 设备驱动程序（Client Driver Software）及特定应用程序。主控制器的驱动软件由操作系统支持，USB 设备开发人员一般只需编写客户驱动程序，实现特定功能，设备端所有功能软件需要全面设计。USB 的四种数据传输模式分别是：控制型传输、中断型传输、批量型传输、实时型传输。第一种在缺省通道中传输USB 接口本身的配置等控制信息，后面三种用于功能部件传输数据。中断型用于键盘等的异步输入输出少量数据传输，批量传输主要用于象硬盘等块设备的数据传输，在中断和批量的传输过程中要传递交互握手信号，确保数据准确无误。实时传输对带宽有严格要求，但允许有一定误码，省去了交互握手信号的传递，常用于音视频码流数据传输。四种类型数据都按带宽要求分配在1ms 一帧的数据帧内进行传输，连到端点(EndPoint)通道.1.1嵌入式系统USB 接口设计

要满足高性能ARM嵌入式系统的要求，扩展USB接口必须选择高性能USB控制器芯片，Philips公司的PDISUBD12 USB器件，是与微处理器配合使用的高性能USB接口器件，性价比很高[2][4]。PDIUSBD12主要特性有：

(1)符合USB 1.1 技术规范；

(2)USB控制器并行接口与处理器间的数据传输速度高达2M 字节/秒；(3)在批量模式和同步模式下均可实现1M 字节/秒的数据传输速率；(4)集成了FIFO存储收发器，支持DMA 操作；(5)内置时钟倍频PLL电路，可编程时钟频率输出；(6)多中断模式实现批量和同步传输；

1.2音频码流USB 设备驱动程序

Windows2000 中各种USB 设备客户驱动程序结构框架基本相同，可以从Windows2000 DDK 中获得USB 设备驱动程序范例代码，对范例代码作少量修改就可以满足特定功能需要。图1 显示了驱动程序各层间的数据传递关系，底层USB 主控制器驱动程序（USB Host Driver）由操作系统提供支持，设备驱动程序只需要对USB Host Driver 上传的I/O 数据包IRP 作出响应，并把要输出数据以IRP 形式下传给USB Host Driver 即可[5] [6]。在ISO（实时型）模式下传输音频码流，USB 客户程序除了WDM(Windows Driver Model)驱动常规处理外，必须计算好带宽，并为驱动程序在非分页存储区内分配好环行缓冲区（Ringbuffer），以便USB 主控制器可以不间断输出实时数据。RingBuffer 的大小按下式 计算：

每帧字节数 × 每缓冲帧数 × 缓冲区数 ； 每传完一缓冲区，USB Host Driver 回调（CallBack）一次客户驱动程序，USB 带宽

按每1ms 传送1 帧数据来分配，要实现8kHz 采样频率、8bits 编码的音频PCM 码流传输，帧数据包大小必须设为8Bytes，若设置4 个缓冲区交替工作，每缓冲区分20 帧传送, 则RingBuffer 的大小为640Bytes，那么USB 主控制器每20ms 的频率中断回调一次客户驱动程序是合适的。驱动程序通过IoSetCompletionRoutine()函数给每个IRP 设置回调函数入口地址[6]，每完成一个IRP 缓冲区数据传送操作，回调一次该地址指向的函数，以便把下一缓冲包数据压入到IRP 栈，直到全部数据流传送完毕或人为终止传送。S3C2440A特点

S3C2440A的CPU部分主要集成了电源模块、复位和时钟模块、触摸屏和小键盘模块、程序存储器和数据存储器模块。同时提供如下丰富的外围接口：同步存储器(SDRAM)和NAND FLASH控制接口，可扩展到1 GB的存储的空间；4个DMA通道和24个中断端口；能控制STN LCD和TFT液晶屏显示，支持触摸屏功；USB接口A型和B型各一个；3个串行口、I2C，SPI，I2S等接口；带AC97音频接口；具备SD卡、数码相机接口和网络接口。

S3C2440A还具备多种工作模式，管脚为17×17方型分布，横向从左1到右17编号，纵向从下A到上U编号，分类为A1～A17，B1～B17，C1～C17依此类推到U1～U17。这些管脚所对应的功能并不是惟一的，通常只要使能变化，S3C2440A就能实现不同的控制功能。该设计涉及到的 S3C2440A，其管脚如表1所示分为3类。

串口电路

串口在该设计中的作用是通过计算机加载USB驱动程序，原理如图2所示。

3.1电源电路

由于S3C2440A芯片的管脚对电压提出了不同要求，所以需要完成电源的变压，其原理 如图3所示。驱动程序的研究

按USB接口，其设备结构可分为USB Host(主机)和USB Device(外部设备)。USB主机控制USB设备进行通信，而主机与主机之间，或USB设备与USB设备之间是不能通信的。

4．1 USB主机

USB主机的功能通常包含以下几个部分：验证USB设备是否安插好或拔除；控制USB主机与设备两者中的数据流；返回USB主机的所显状态。

USB系统软件由以下3个部分组成：主机控制器驱动(HCD)、USB驱动(USBD)、主机软件(Host Software)。主机控制器所具备的功能如表2所示。HCD和USBD包含基于不同抽象层次的软件接口，两者以一定的方式协同完成任务，用以实现 USB系统的功能。它们的任务差别没有具体定义，然而HCD要具备的一项功能就是必须支持多种不同主机控制器芯片。在一些操作系统中，当系统必须实现某些基本功能时，可由Host Software实现。

4.2 USB传输类型

USB定义了4种传送类型：控制传送、同步传送、中断传送、批传送。其中，控制传送是指可靠的、非周期性的、突发的，并由主机客户软件所发起的通信，主要应用于控制命令和状态信息的传送；同步传送是指在主机和设备之间周期性的、连续的通信，一般用于传送时实信息，这种类型保留了将时间概念包含于数据的能力，但传送并不一定很紧急；中断传送是指少量数据的、低速的、周期的传送；批传送是指非周期的、大量的、可靠的传送，其典型应用在于传送那些可以利用带宽的数据。

4．3 USB设备请求

USB设备应通过缺省控制管道(Default Control Pipe)响应来自主机的请求命令。这些请求是通过使用控制传输来完成的。请求及请求的参数通过Setup包发向设备，由主机负责设置Setup包内的每个域的值。USB设备请求包含的请求类型有三种：标准、厂商和设备类。标准请求用来完成设备的枚举过程；厂商请求用来完成使用者自己定义的请求；设备类请求指的是某些特定的USB设备类所传输出的请求，例如打印机类就属于这一类。设备请求要求有严格的定义，包含的内容有类型、设备请求、值、索引和长度。

4．4 USB驱动程序结构 S3C2440A芯片支持USB1．1协议和USB 2．0协议。该设计是针对USB Host(主机，A型)，并基于USB 1．1协议编写的。程序结构和数据传输的流向如图4所示。

驱动程序的编写主要分为以下几个部分考虑：硬件提取层、中断服务程序、标准设备请求和主循环。硬件提取层实现的是S3C2440A对I／O端口直接的读写操作；中断服务程序处理各种中断，包括总线任务上的请求；标准设备请求完成主机送来的各种标准请求，用于完成各种枚举请求；而主循环则负责完成前台的数据采集等工作，所有的任务结束后都要回到主循环上去。

5结 语

该设计采用三星公司ARM9的S3C2440A芯片作为CPU，比原来基于单片机的模式，外围电路简单，容易可靠地实现嵌入式终端的USB接口功能。在调试中，用到的嵌入式开发板GEC2440A套件还提供了串口工具DNW。用这一工具可以检测驱动程序的正确与否，如：程序编写无误，则DNW串口会提示 “USB IS CONNECT”。由于S3C2440A芯片功能丰富，如处理器可提高运算速度，LCD可人机交互，网口可连接因特网，所以开发出的嵌入式终端不但可提升整体性能，还为日后的应用奠定了基础。

**第二篇：嵌入式门禁系统硬件的设计与实现**
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摘要

摘要

随着自动控制技术、计算机技术和通信技术的快速发展，人们要求门禁系统 具有更多的功能，许多现有的门禁系统已不能满足人们的生活需求，因此设计一 种反应迅速、功能强大、易于扩展的智能门禁系统具有极大的经济效益和市场价 值。本文详细地介绍了根据应用需求而设计的这种嵌入式门禁系统，其中最大特 点是它结合了嵌入式技术和ＲＦＩＤ技术各自的优点。

本文在详细分析嵌入式门禁系统项目需求的基础上，给出嵌入式门禁系统的 硬件总体设计方案，主要包括电源模块、嵌入式门禁控制器模块和ＲＦＩＤ模块。电源模块为满足嵌入式门禁系统不问断工作的要求，特别设计了一个充电电路对 蓄电池进行充电，充电电路具有自动充电和自动切断功能。嵌入式门禁控制器模

块采用了基于ＡＲＭ９２０Ｔ内核的微处理器￥３Ｃ２４１０，在选择合适芯片的基础上，详细地设计了微处理器、ＳＤＲＡＭ、ＦＬＡＳＨ、Ｅｔｈｅｎｅｔ、ＵＳＢ等电路原理图以及进 行相关的讨论。￥３Ｃ２４１０支持８／１６／３２位数据总线带宽，本设计中采用了３２位，这样数据传输速率最大，门禁控制器的响应时间最短。在ＲＦＩＤ模块中详细地介 绍了读卡器电路的设计。

在完成电路原理图设计的基础上，进行ＰＣＢ布局布线，制板焊接，做出产品。最后搭建好ＡＤＳｌ．２调试平台，用传统的硬件调试方法和ＡＤＳｌ．２调试方法一起调 试嵌入式门禁系统的硬件，并给出调试报告。

经过调试和测试，该产品工作正常稳定，满足设计需求，已交付客户使用。

关键词：嵌入式门禁系统ＲＦＩＩ）￥３Ｃ２４１０硬件设计
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西安电子科技大学

学位论文独创性（或创新性）声明

秉承学校严谨的学风和优良的科学道德，本人声明所呈交的论文是我个人在 导师指导下进行的研究工作及取得的研究成果。尽我所知，除了文中特别加以标 注和致谢中所罗列的内容以外，论文中不包含其他人已经发表或撰写过的研究成 果；也不包含为获得西安电子科技大学或其它教育机构的学位或证书而使用过的 材料。与我一同工作的同志对本研究所做的任何贡献均已在论文中做了明确的说

明并表示了谢意。

申请学位论文与资料若有不实之处，本人承担一切的法律责任。

本人签名：哪

日期—２丛丛丛弹

西安电子科技大学 关于论文使用授权的说明

本人完全了解西安电子科技大学有关保留和使用学位论文的规定，即：研究 生在校攻读学位期间论文工作的知识产权单位属西安电子科技大学。学校有权保 留送交论文的复印件，允许查阅和借阅论文；学校可以公布论文的全部或部分内 容，可以允许采用影印、缩印或其它复制手段保存论文。同时本人保证，毕业后 结合学位论文研究课题再撰写的文章一律署名单位为西安电子科技大学。

（保密的论文在解密后遵守此规定）

本学位论文属于保密，在一年解密后适用本授权书。

本人签名： 导师签名：

日期岔翌星：至：夕

日期Ｚ．盘亚爱！；！／．
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１．１课题背景及意义

随着自动控制技术、计算机技术和通信技术的发展，建筑与社区智能化建设 获得了长足地发展，近十年来，我国大规模兴建的建筑和社区都配备了不同水平的智能化安防系统。随着数字化理念逐渐深入人心，社区的安防系统开始走向数

字化。

门禁系统作为数字安防系统的重要部分，集自动识别和现代安全管理措施为 一体，涉及电子、机械、计算机技术、通信技术、生物技术等诸多新技术。近年 来更是广泛地应用于智能大厦、智能小区、远程控制、交通控制等诸多领域。所 以为满足市场地需求，设计一种智能门禁系统就迫在眉睫。本论文课题就是在这 种背景下提出的。

目前国内嵌入式微处理器作为门禁系统的控制器的应用比较少，很多控制器 中都是用单片机开发的，因为单片机的资源有限和指令系统的局限性，以致于产 生不少问题。主要有：

（１）处理能力不够，从采集数据到做出响应之间的时间太久。

（２）存储容量小，现在射频卡中的信息越来越多、用户数越来越多，现有的存

储容量己不能满足需求。

（３）升级困难和维护不便，因为单片机自身的限制，现有的门禁控制器升级非

常困难且不易于维护。

（４）开放性不好，大部分现有门禁控制器都是以前设计的，都是各自为阵标准

不一，不利于日后的使用和维护。

（５）管理中心服务器位置不易更换，这类型门禁系统通常采用ＲＳ４８５通信方

式，不易实现网络控制和异地控制。

显然由于这些问题，许多现有的门禁系统已经不能满足用户的需求，门禁系 统的升级已经是势在必行，而采用嵌入式微处理器开发门禁控制器则完全可以解 决这些问题。针对这种现状，本文提出设计一种比较先进的门禁控制器——ＲＦＩＤ 技术和嵌入式技术结合的门禁控制器，它结合了ＲＦＩＤ技术和嵌入式技术的优点，采用基于ＡＲＭ９２０Ｔ的３２位嵌入式处理器实现嵌入式门禁控制器对门禁子系统的 工作进行控制。嵌入式门禁控制器资源丰富，在实现原有门禁功能的基础上可以 扩展许多的新功能，如视频、音频等，并且缩短了门禁系统的响应时间，加大用 户信息的存储容量，同时嵌入式引入了操作系统的概念，在稳定性方面高于单片 机，这些功能的增加满足了客户的需求，提高产品的市场竞争力。２嵌入式门禁系统硬件的设计与实现

１．２嵌入式微处理器特点简介

目前应用的嵌入式处理器种类繁多，各有特点。有８位、１６位、３２位，有

Ｍｉｃｒｏｃｈｉｐ系列、ＰｈｉｌｉｐｓＬＰＣ系列、Ｍｏｔｏｒｏｌａ系列、Ａｔｍｅｌ公司的ＡＶＲ系列、Ｉｎｔｅｌ 的８０Ｃ１８６系列、ＰｏｗｅｒＰＣ系列、ＣｏｌｄＦｉｒｅ系列和ＡＲＭ系列等等。但是所有的嵌 入式微处理器都有以下几个特点【ｌ】【２】：

（１）对实时多任务具有很强的支持能力。微处理器内部具有精确的晶振电路、丰富的定时器资源，从而具有较强的实时处理能力。微处理器能完成多任务并且 有较短的中断响应时间，从而使内部的代码长度和实时内核的执行时间减少到最 低限度。

（２）具有功能很强的存储区保护功能。这是由于嵌入式系统的软件结构已模块 化，而为避免在软件模块之间出现错误的交叉作用，需要设计强大的存储区保护

功能，同时也有利于软件诊断。

（３）采用可扩展的处理器结构。一般在微处理器内部都留有很多扩展接口，以 方便对应用的扩展。

（４）提供丰富的调试功能。嵌入式系统的开发很多在交叉调试中进行，嵌入式 微处理器是面向应用、面向用户的嵌入式系统的核心。在嵌入式系统开发中，基 本的开发模型就是在宿主机上进行目标机的开发。一方面要求宿主机上有相应的 开发工具，另一方面要求目标机上的微处理器提供必要的调试接口以方便用户开 发。一般的调试方式有硬件仿真调试、软件仿真调试、模拟调试等。常见的硬件 调试接口有Ｊ１ＡＧ、ＢＤＭ方式等。

（５）低功耗。许多嵌入式微处理器提供几种工作模式，如正常工作模式、备用 模式、省电模式等。这些工作模式为嵌入式系统提供了灵活性，满足了嵌入式系 统对低功耗的要求。信息社会是以网络以及移动计算和通信设备为基础的，这样 的一些设备中的嵌入式微处理器必须消耗非常低的功耗。

１．３ＲＦＩＤ技术优点

ＲＦＩＤ射频识别是一种非接触式的自动识别技术，它的基本原理是电磁理论。ＲＦＩＤ技术不局限于视线，识别距离比光学系统远。ＲＦＩＤ卡具有读写功能，可携 带大量数据，难以伪造，智能性较高。它通过射频信号自动识别目标对象并获取 相关数据，识别工作无须人工干预，可工作于各种恶劣环境。目前，ＲＦＩＤ技术 的主要应用领域有：身份识别、门禁管理、防伪应用、商业供应链、公共交通管 理、物流管理等。

与其他的自动识别技术相比较，ＲＦＩＤ有如下优点：（１）快速扫描
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ＲＦＩＤ技术可以识别高速移动物体，也可以识别远距离的物体。

（２）体积小，易封装

ＲＦＩＤ在读取上并不受尺寸大小与形状的限制，射频标签更加趋于小型化与

多样化，以应用在不同的产品。

（３）抗污染能力和耐久性

射频标签对水、油和化学药品等物质具有很强的抗性。在黑暗或脏污的环境 之中，读卡器照常可以读取射频标签上的数据。由于无机械磨损，因而射频标签 的使用寿命可以达ｌＯ年以上，读写次数达１０万次之多。

（４）可重复使用

读卡器则可以重复地新增、修改、删除射频标签内存储的数据，方便信息的

更新。

（５）穿透性和无屏障阅读

在被覆盖的情况下，ＲＦＩＤ技术能够穿透纸张、木材和塑料等非金属或非透 明的材质，并能够进行穿透性通信，但不能穿透铁质金属。

（６）数据的记忆容量大

射频标签的数据容量大，标签数据可更新，特别适合于存储大量数据或物品 上所存储的数据需要经常改变的情况下使用。

（７）安全性高

射频标签承载的是电子式信息，其数据内容可经有密码保护，使其内容不易 被伪造及变造。

１．４门禁系统简介

门禁系统是数字安防的一个子系统，它属于智能建筑楼宇自动化系统（ＢＡＳ）中的安防系统。作为一种新型现代化安全管理系统，门禁系统集自动识别技术和 现代安全管理措施为一体，涉及电子、机械、光学、计算机技术、通信技术、生 物技术等诸多新技术。门禁系统在建筑物内的主要管理区、出／入口、电梯厅、设 备控制中心机房、贵重物品的库房等重要部位的通道口安装门磁、电控锁或控制 器等控制装置，有管理人员在中心控制室监控，能够对各通道口的位置通行对象 及通行时间方向等进行实时控制或设定程序控制，从而实现对出／入口的安全控 制。授权人员在其授权范围内通行无阻，在非授权范围禁止通行。门禁系统使任 何人在任何时间段内通过任何出／，入口进行事先设置、实时监控和事后检查成为现 实。它能对所以人员的出入事件进行详细的记录，并有丰富的扩展功能。控制功 能包括实时巡更、身份核实、考勤管理和人员定位等。门禁系统使解决重要部门 出，入口安全防范的有效措施。适用于银行、宾馆、机房、仓库、机要室、办公室、４嵌入式门禁系统硬件的设计与实现

智能化小区、工厂等各种场合。

１．４．１门禁系统的组成

门禁系统通常由出入凭证、识别仪、门禁控制器、电控锁、其他设备和门禁

软件组成。

（１）出入凭证

出入凭证是门禁系统开门的“钥匙”，在不同的门禁系统中可以是磁卡、ＩＣ 卡等各种卡片，密码，或是指纹、掌纹、虹膜、视网膜、脸面、声音等各种人体 生物特征。

（２）识别仪

识别仪负责读取出入凭证中的数据信息（或生物特征信息），并将这些信息传 输到门禁控制器。

（３）门禁控制器

门禁控制器是门禁系统的核心部分，它负责这个系统输入、输出信息的处理、存储和控制等。它验证识别仪输入信息的可靠性，并根据出入法则和管理规则判 断其有效性，若有效则对执行部件发出动作信号。

（４）电控锁

电控所是门禁系统中的执行部件。根据门的材料、出门要求等不同可选取不

同的锁具。主要有电磁锁、阳极锁和阴极锁。

（５）其他设备

包括对出门无限制的情况下安装在门内侧的出门按钮，检测门的开／关状态的 门磁，负责对整个门禁系统供电的电源等部分。

（６）１＂－１禁软件 门禁软件负责门禁系统的监控、管理、查询的等工作，监控人员通过门禁软

件可对出从门的状态、门禁控制器的工作状态进行监控管理，并可扩展完成巡更、考勤、人员定位等功能。简单的门禁系统框图如图１．１所示：

第一章绪论

图１．１简单的门禁系统框图

１．４．２门禁系统的发展

门禁系统是在传统的门锁基础上发展而来的。从最初的机械门锁，到随后的 电子磁卡锁和电子密码锁，最后发展到现在的门禁系统。

最近几年，随着自动识别技术的发展，门禁系统得到了飞跃式的发展，进入 了成熟期，出现了乱序键盘门禁系统、ＩＣ卡式门禁系统、感应式门禁系统、各种 生物识别门禁系统等应用各种技术的系统。这些门禁系统应用的自动识别技术更 为先进，设计也趋于更合理，安全性方面有很大提高，系统的可靠性、管理和使 用的方便性等方面也有很大的进步。随着人们对门禁系统各方面要求的不断提高，门禁系统的发展主要呈现出两种趋势：

（１）门禁系统的应用范围越来越广泛

门禁系统的应用已不局限在单一的出／入口控制。它不仅可应用在智能大厦或 智能小区的门禁控制，还可以应用在远程控制、停车场控制、电梯控制、交通管 理或与其他系统连动控制等多种控制场合。

（２）门禁系统的集成应用趋势

门禁系统可兼容多种读卡技术，同时具备先进的联网功能，通过联网组成智 能大厦、智能小区等大型系统进行统一管理和监控。

１．４．３门禁系统的功能

任何一种成熟的门禁系统，都应能实现以下基本功能：（１）对通道进出权限的管理

（ａ）进出通道的权限：就是对每个通道设置那些人可以进出，那些不可以进出。（ｂ）进出通道的方式：就是对进出该通道的人进行进出方式的授权，进出方式 通常有密码、读卡（生物识别）、读卡（生物识别）＋密码三种方式。６嵌入式门禁系统硬件的设计与实现

（ｃ）进出通道的时段：就是设置可以进出该通道的人在什么时间范围内可以进

出。

（２）实时监控功能

系统管理员可以通过微机实时查看每个门区人员的进出情况（同时有照片显 示）、每个门区的状态（包括门的开关，各种非正常状态保健等）；也可以在紧急状 态下打开和关闭所有的门区。

（３）出入记录查询功能

系统可存储进出记录、状态记录，可按不同的查询条件查询，配备相应软件 可实现门禁、巡更、考勤一卡通。

（４）异常报警功能

在异常情况下（如非法侵入、门超时未关等）可以实现微机报警或报警器报警。此外，根据系统的不同，门禁系统还可以实现一些特殊的功能，如防尾随功 能、消防报警、监控联动功能、网络设置管理监控功能、逻辑开门功能等功能。１．４．４国内＃ｂｆ３禁系统研究现状

门禁系统是随着自动识别技术的发展而迅速发展的，由于其巨大的市场潜力，许多公司都投入相当大的人力、物力从事门禁系统的开发生产。国外门禁系统的

知名品牌有美国的休斯（ＨＩＤ）、摩托罗拉（ＭＯＴＯＲＯＬＡ），以色列ＤＤＳ、ＳＥＲＶＡＮＴ，英 国集宝，新加坡ＳＹＲＩＳ，韩国ＳＵＰＥＲＬＯＣＫ等诸多品牌。国内从事门禁系统开发的 公司也有数千家，知名的有清华紫光等公司。

目前，在自动识别技术方面，国内外研制和使用的门禁系统主要集中在感应 门禁系统和生物识别门禁系统。在感应门禁系统又以ＲＦＩＤ门禁系统的应用最为广 泛，在生物识别门禁系统以指纹门禁系统应用最为广泛。随着芯片技术、天线技 术、无线收发技术、数据变换与编码技术、电磁传输技术的不断发展和成熟，ＲＦＩＤ 系统不断成熟，其价格也不断降低，因而可以被广泛应用Ｎｆ３禁系统等许多领域。无论是感应门禁系统还是生物门禁系统，其应用的ＲＦＩＤ技术和生物识别技术都已

经比较成熟。

在控制器方面，大多数门禁系统是单片机控制型。由于单片机固有的局限性，这样的门禁系统都存在处理能力不够、存储容量小、升级困难和维护不便、管理 中心服务器位置不易更换等缺点。嵌入式微处理器丰富的资源和众多的专用集成 接口可以很好的解决这些问题，现在采用嵌入式技术的门禁系统还不多，但是现 有门禁系统的缺点和嵌入式技术的发展都将决定，嵌入式技术将是门禁控制器的

主流技术。

作为一种安防产品，门禁系统产品竞争的都集中在产品的安全性，可靠性和
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性能价格比上。就目前而言，国外生产的门禁系统安全性较高，但是价格昂贵，感应式门禁系统控制器的价格从４千元到３万元不等，包括读卡器、门锁、控制 器、软件在内的一套最小系统市场价格在１万元到数万元不等。国内生产的感应 式门禁系统和指纹门禁系统价格较国外同类产品低大约１０％－５０％，但产品可靠

性和安全性差一点。

１．５本课题主要的工作

本文的研究以嵌入式门禁系统项目为背景，从功能需求出发，设计一套基于 ＡＲＭ微处理器的嵌入式门禁系统。本设计主要采用嵌入式技术和ＲＦＩＤ技术来实现 目标。需要完成的主要工作如下：

（１）基于ＡＲＭ的嵌入式门禁系统的硬件设计

根据嵌入式系统的工程设计方法，分析本系统的功能需求，开发基于￥３Ｃ２４１０ 的嵌入式门禁系统硬件设计。给出嵌入式门禁系统硬件设计的总体设计方案，根

据此方案借助ＰｒｏｔｅｌＤＸＰ完成嵌入式门禁系统硬件的原理图设计。

（２）ＲＦＩＤ电路设计

根据项目要求实现的功能，采用ＲＦＩＤ技术和嵌入式技术来具体实现。设计的 核心思想就是用ＲＦＩＤ技术在嵌入式平台上来实现门禁系统的功能。

（３）嵌入式门禁系统硬件的测试

用ＰｒｏｔｅｌＤＸＰ进行ＰＣＢ设计，经过交互式布局和交互式布线，确定ＰＣＢ设计。

最后使用两种测试手段对嵌入式门禁系统硬件进行测试和调试。一种是单纯的传 统的硬件调试，另一种是以ＡＤＳ集成开发环境为核心搭建嵌入式系统的调试平台，在这个平台上对嵌入式门禁系统硬件进行测试和调试。

（４）总结与展望

通过本次嵌入式门禁系统的硬件设计和调试，对门禁系统有了更深一步地理 解，总结本次设计和提出自己的一些思考。
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２．１嵌入式门禁系统的需求分析

由于客户的要求不同，应用的范围不同，门禁系统的设计也不同。既有只控 制一两道门的简单门禁系统，也有控制多门和有许多特殊功能的复杂门禁系统。本方案是在详细了解了客户的需求，参考了许多门禁系统的设计的基础上进行设

计的。本设计的需求分析如下： ２．１．１目的

本设计以嵌入式控制器为主，结合当前的ＲＦＩＤ阅读器、指纹阅读器等新技 术，设计开发一个中高端智能化门禁系统（主要是嵌入式门禁控制器的设计），嵌 入式门禁控制器作为智能化门襟监控报警系统的核心控制器。

２．１．２性能

（１）先进性

客户要求嵌入式门禁系统要具有一定的技术先进性，在未来５一１０年不会被 淘汰。但也要注意不要使用不成熟的新技术或不实用的新功能，既要保证技术的 先进性又要系统的实用性。

（２）实时性

门禁系统作为数字安防中的一种，对实时性要求比较高。嵌入式门禁系统就 要求刷卡开门响应时间不得超过Ｏ．５ｓ，报警要求达到实时报警。因此实时性对嵌 入式门禁系统是非常重要的。

（３）扩展性

不仅是门禁系统，任何一个系统都应充分考虑到今后技术的发展和使用的需 要，具有更新、扩充和升级的可能。客户明确要求以后要在嵌入式门禁系统的基 础上要进行音频、视频、小键盘等功能的控制。

（４）可靠性

嵌入式门禁系统的设计应具有较高的可靠性，在系统故障或事故造成中断后，能确保数据的准确性、完整性和一致性，并具有迅速恢复工作的功能。

（５）安全性

嵌入式门禁系统中必须采取必要的措施以保证系统数据的安全性。如果门禁 系统中的数据没有安全性，那么门禁系统也就失去了它的作用和意义。

（６）电磁兼容性 １０嵌入式门禁系统硬件的设计与实现

随着电子技术的发展，电磁兼容性越来越值得重视。要求嵌入式门禁系统的 电磁兼容性达到国家标准。否则设计根本就不会通过测试。

２．１．３功能

（１）支持ＩＣ、ＩＤ、ＲＦＩＤ三种格式卡进行出入及记录。每个控制器可支持３０００

－－５０００用户。

（２）强制开门报警和开门超时报警，报警时间可在０－－２５５ｓ之间设置。（３）具有网络接口，通过ＴＣＰ／ＩＰ协议与上位机进行通信。

（４）系统状态指示。控制器上有相应的指示灯指示阅读器通讯，上位机通讯，电池充电、欠压，扩展板运行是否正常。

（５）系统初始化复位，按住系统复位按钮不动，当过３秒钟时系统重启动。

（６）系统数据恢复，能恢复用户的的初始设定以及ｌＯ万条记录。

（７）断电后数据保存当控制器断电时，里面的数据至少能保存８０个小时以上。（８１具有异常情况时自控及恢复功能，如硬件看门狗等电路。

（９）具有高度的自检功能，允许上位机对控制器进行全透明的检测，并由此可 进行大部分的故障检测。

（１０）读卡器和控制器通信采用ＲＳ４８５，速率是９６００ｂ／ｓ。对嵌入式门禁系统设计的需求分析还有些如生产成本、功耗、质量等诸多方 面，这里就不详细介绍了。

２．１．４Ｉ／Ｏ口的设计要求

嵌入式门禁控制器的Ｉ／Ｏ接口具体要求如表２．１：

表２．１Ｉ／Ｏ接口具体要求表 接口

编号名称具体要求备注

数量

要求支持１０Ｍ／１００Ｍ自适应与服务器连接；

１Ｅｔｈｅｍｅｔ接口１组配置、维护和上

传记录

２ＵＳＢ接口１组支持ＵＳＢ２．０标准．一个主端口主要用于维护

３ＲＳ２３２１组３线端子

主要用于调试和 维护

１、内供电源：共四线

４电源接口２组１２ＶＤＣ一组，２线；

５ＶＤＣ一组，２线；
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２、外供电源：１２ＶＤＣ一组，２线； 四组读卡器接口，每组读卡器接口 需含：

ｌ、１２Ｖ电源端口２线；

２、ＲＳ４８５２线：

３、预留扩展ＲＳ４２２２线；

５读卡器接口４组线；

４、防拆开关信号（Ｎｃ）输入端口两

共８线，端口应进行抗干扰设计。

每组读卡器接口使用一个８位的接 插件，要求４组接口的各端口位设

计统一，方便安装与辨认。共：４×８＝３２线端子。

门磁（Ｉｎｌ～Ｉｎ４］四组标准门磁状态和请求按钮输入

端口，每组包括一个门磁状态（ＮＣ要求具有防抖动、和按钮（Ｉｎ５～

按钮输入（Ｎｏ．常开）端口（两线）。共：４×４＝１６线端子。

主机防拆（Ｉｎ９）接对主机进行保护，２个接线端子，７

ｌ组口

ＮＣ（常闭）输入。

四路电锁控制继电器输出端口，每

继电器输出接

组继电器控制一个电锁开关，每组

８４路继电器为３线端子，为ＮＣ、ＣＯＭ、６ＩｎＳ）接口４组一常闭）端Ｅｌ（两线）和一个出门请求抗干扰设计。

口（Ｏｕｔｌ～ｏｕ“）Ｎｏ。

共：４×３＝１２线端子。

２路可编程继电器输出，可用作报

可编程继电器警输出（对应四门的报警）或安防监

９输出接口２路控接口。每组继电器为３线端子，（Ｏｕｔ５～Ｏｕｔ６）

共：２×３＝６线端子。

为ＮＣ、ＣＯＭ、ＮＯ。

２．１．５嵌入式门禁控制器的物理要求

嵌入式门禁控制器要求在长２００ｍｍ、宽１５０ｍｍ的电路板上实现，由于控制 器的芯片和电路比较多，故要求电路板采用六层板进行布线。嵌入式门禁控制器 的接口在电路板上的分布如图２．１所示 １２嵌入式门禁系统硬件的设计与实现

图２．１嵌入式门禁控制器的接口图

２．１．６设计依据

本项目所设计的产品属于安防领域，因此需要满足下列标准的要求：

（１）系统的安全性、可靠性、防雷、环境适应性、电磁兼容性等设计应满足公

安部发布的ＧＡ／Ｔ３９４．２００２号标准。

（２）电源、结构、可靠性、性能、电磁兼容设计应满足公司企标Ｑ／ＰＲＭ

００３－－２００２和国标ＧＢ１２６６３．２００１标准。

２．２嵌入式门禁系统的组成

嵌入式门禁系统由ＳＶＲ（即上位机）、发卡器、ＥＧＲ（门禁控制器）、读卡器、电子锁、识别卡组成，其系统组成如图２．２所示。其中，ｓＶＲ与ＥＧＲ之间是通过 以太网用ＴＣＰ，ＩＰ协议来通信的。ＥＧＲ与读卡器之间是通过ＲＳ４８５进行通信的。

嵌入式门禁系统的工作过程是识别卡靠近读卡器时，读卡器读到识别卡里的 信息，然后将读到的信息通过ＲＳ４８５传输给控制器，控制器根据卡号、当前时间 和内部数据库信息，判断该卡是否有效，并控制开锁。同时将卡号、登陆时间、有效、无效等信息参数记录下来。然后定期将存储的数据信息上传给上位机，并 且定期通过ＴＣＰ／ＩＰ协议从上位机下载数据库来更新控制器的数据库。嵌入式门禁 系统如图２．２所示，图中控制器的信号输入数据采集部分从外部得到的信号，如
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门磁状态、报警信号、按钮信号等；控制器的信号输出是控制器的响应动作，比

如有开门、报警等。

读卡器读卡器读卡器读卡器读卡器读卡器读卡器读卡器

图２．２嵌入式门禁系统

２．３嵌入式门禁控制器硬件结构

２．３．１嵌入式微处理器

嵌入式硬件设计的核心是嵌入式微处理器的选择。所以控制器微处理器的选 择关系着整个嵌入式门禁系统的成败。与通用处理器相比，嵌入式微处理器具备 体积小、重量轻、成本低和可靠性高等优点。当然各个系列中的每个嵌入式微处

理器又都有各自的特点，下面主要介绍一下ＡＲＭ微处理器－－￥３Ｃ２４１０的特点ｐ“。

ＡＲＭ（ＡｄｖａｎｃｅｄＲＩＳＣＭａｃｈｉｎｅ）处理器凭借高超的技术现在广泛地应用于各

种领域中，已经占据了相当大的ＲＩＳＣ处理器市场份额。采用ＲＩＳＣ构架的ＡＲＭ

微处理器一般具有的特点如表２．２所耐”。

ＡＲＭ微处理器还有一个很大的优势就是ＡＲＭ公司有全球众多的合作伙伴以 及来自第三方开发者的广泛支持，使得设计者可以使用丰富的标准开发工具和 ＡＲＭ优化的应用软件。目前基于ＡＲＭ核的微处理器有ＡＲＭ７系列、ＡＲＭ９系 列、ＡＲＭ９Ｅ系列、ＡＲＭＩＯＥ系列、ＡＲＭｌｌ系列、ＳｅｃｕｒＣｏｒｅ系列、Ｉｎｔｅｌ公司的

ＳｔｒｏｎｇＡＲＭ／ＸＳｃａｌｅ系列等¨。”。１４嵌入式门禁系统硬件的设计与实现

表２．２ＡＲＭ微处理器特点

序号特点

１体积小、功耗低、成本低、性能高

支持Ｔｈｕｍｂ（１６位）／ＡＲＭ（３２位）双指令集，能很好地兼容８位／１６位器２ 件

３大量使用寄存器，指令执行速度更快

４大多数数据操作都在寄存器中完成５寻址方式灵活简单，执行效率高 ６指令长度固定等特点

删９２０Ｔ微处理器使用了５级流水为数据和程序提供了各自独立的Ｃａｃｈｅ，平均功耗是０．７ｍＷ／ＭＨｚ。减少了在每个线，同时采用１．１ＭＩＰＳ／ＭＨｚ时钟周期内必须完成的最大工作，进而允许使用更高的时钟频率。５级流水线具体流程如下：哈佛结构，（１）取指：从存储器中取出指令，并将其放入指令流水线；

（２）译码：对指令进行译码；

（３）执行：把一个操作数移位，产生ＡＬＵ的结果；

（４）缓冲／数据：如果需要，则访问数据存储器；否则ＡＬＵ的结果只是简单的 缓冲１个时钟周期，以便所有的指令具有同样的流水线流程；

（５）回写：将指令产生的结果回写到寄存器堆，包括任何从存储器中读取的数 据。

ＡＲＭ流水线结构如图２．３所示：

写目

图２．３ＡＲＭ流水线结构
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ＡＲＭ９２０Ｔ的功能结构框图如图２．３所示，ＡＲＭ９２０Ｔ核由ＡＲＭ９２０ＴＩ）ＭＩ、存储管理单元（ＭＭＵ）和高速缓存三部分组成。ＡＲＭ９２０ＴＤＭＩ有４个功能模块Ｔ、Ｄ、Ｍ、Ｉ，其中：Ｔ功能模块表示１６位Ｔｈｕｍｂ，可以在兼顾性能的同时减少代码 尺寸；Ｍ功能模块表示８位乘法器；Ｄ功能模块表示Ｄｅｂｕｇ，该内核中放置了用于 调试的结构，通常它为一个边界扫描链ＪＴＡＧ，可使ＣＰＵ进入调试模式，从而可

方便地进行断点设置、单步调试。Ｉ功能模块表示ＥｅｂｅｄｄｅｄｌＣＥＬｏｇｉｃ，用于实现 断点观测及变量观测的逻辑电路部分。ＭＭｕ可以管理内存，高速缓存由独立的 １６ＫＢ地址Ｃａｃｈｅ和１６ＫＢ数据Ｃａｃｈｅ组成。￥３Ｃ２４１０具有丰富的集成专用接口和其他资源，具体如下：

ｌ、１．８Ｖ／２．０Ｖ内核供电，３．３Ｖ存储器供电，３．３Ｖ外部Ｉ／０供电； ２、具备１６ＫＢ的Ｉ—Ｃａｃｈｅ和１６ＫＢ的Ｄ．Ｃａｃｈｅ／ＭＭＵ： ３、外部存储控制器（ｓＤｍｗ控制和片选逻辑），支持ＮＡＮＤＦＬＡＳＨ系统引导； ４、ａＭＵＡＲＴ（ＩｒＤＡｌ．０，１６字节ＴＸＦＩＦＯ，和１６字节ＲＸＦＩＦＯ）／２通道ＳＰＩ；

５、２路主ＵＳＢ和一路从ＵＳＢ（ＵｎｉｖｅｒｓａｌＳｅｒｉａｌＢｕｓ）（Ｖｅｒｌ．１）；

６、４路ＤＭＡ（ＤｉｒｅｃｔＭｅｍｏｒｙＡｃｃｅｓｓ）通道并有外部请求引脚； ７、１路ＩＩＣ（ＩｎｔｅｒＩｎｔｅｇｒａｔｅｄＣｉｒｃｕｉｔ）和～路ＩＩＳ（Ｉｎｔｅｒ－ＩＣＳｏｕｎｄ）总线控制器； ８、８通道ｌＯ比特ＡＤＣ（ＡｎａｌｏｇＤｉｇｉｔａｌＣｏｎｖｅｒｔｅｒ）和触摸屏接口； ９、带专用ＤＭＡ通道的ＬＣＤ控制器（支持ＳＴＮ＆ＴＦＴ）： １０、ＳＤ（ＳｅｃｕｒｅＤｉｇｉｔａｌＩｎｔｅｒｆａｅｅ）卡（Ｖｅｄ．０１和ＭＭＣ（Ｍｕｌｔｉ－ＭｅｄｉａＣａｒｄ）卡接口； １１、４路ＰＷＭ（ＰｕｌｓｅＷｉｄｔｈＭｏｄｕｌａｔｉｏｎ）定时器和一路内部定时器；

１２、看门狗定时器。１３、功耗控制模式：具有普通、慢速、空闲和掉电模式； １４、１１７个可编程的１／ｏ口和２４路外部中断；

１５、具有日历功能的ＲＴＣ；

１６、片内锁相环，内部时钟可达２０３ＭＨｚ。

从前面的嵌入式门禁系统的需求分析中知道，本设计对先进性、实时性、扩 展性等方面都有较高的要求，综合考虑所需处理器的功能、处理速度、寻址能力、片上集成专用接口等方面，最终确定选择Ｓａｎｓｕｎｇ公司一款ＡＲＭ９２０Ｔ内核的芯 片－－￥３Ｃ２４１０。选择ＡＲＭ处理器的另外一个重要原因是，现在主流市场大量使用 ＡＲＭ处理器，关于ＡＲＭ处理器的资料很多，成功的案例也很多，方便查阅和参 考。

２－３．２逻辑结构

确定选用￥３Ｃ２４１０作为嵌入式门禁系统的控制器后，其他的芯片和器件就很 １６嵌入式门禁系统硬件的设计与实现

容易选定了，而且很多器件有多种选择。遵循着采用目前市场上的主流芯片来选

择各个外围接口芯片，以免以后买不到元器件，如ＦＬＡＳＨ存储器选用Ｉｎｔｅｌ公司 的ＴＥ２８Ｆ２５６Ｊ３Ｃ；ＳＤＲＡＭ存储器选用三星公司的Ｋ４Ｓ５１１６３２Ｂ．ＴＣ７５；以太网控 制器选用ＳＭＳＣ公司的ＬＡＮ９１Ｃ１１１；ＵＳＢ用ＰＨＩＬＩＰＳ的ＩＳＰｌｌ６１；ＲＳ２３２和ＲＳ４８５

串口分别选用ＭＡＸＩＭ公司的ＭＡｘ３２３２和ＭＡＸ３４８８等等。图２．４是嵌入式门禁

控制器的硬件总体设计框图。表２．３是嵌入式控制器主要功能模块的资源分配表。

图２．４嵌入式门禁控制器的硬件总体设计框图

表２．３嵌入式控制器主要功能模块的资源分配表

主要硬件模块芯片片选信号占用资源 微处理器Ｓ３Ｃ２４１０

ＦＬＡＳＨＴＥ２８Ｆ２５６Ｊ３ＣｎＧＣＳ０／ｎＧＣＳｌ读／写来自ｎＲＥＳＥＴ来自复位电路

ＳＤＲＡＭＫ４Ｓ５１１６３２Ｂ．ＴＣ７５ｎＧＣＳ６、微处理器的ＳＤＲＡＭ接口

ＵＳＢＡＵ９２５４Ａ２１微处理器的ＵＳＢ接口

控制信号来自ＣＰＵ，占用微处理以太网ＬＡ器的ＩＮＴ２

Ｎ９ｌＣｌｌｌｎＧＣＳ２

串口ＭＡＸ３２３２枞Ｘ３４８８微处理器的ＵＡＲＴ接口

第二章嵌入式门禁系统的硬件总体设计１７

整个控制器以微处理器为核心，其工作原理为：在一个门禁系统中，每一个 门禁控制器都有一个相互不同的地址号，作为服务器区分不同门禁控制器的标识。在门禁控制器启动前，首先由系统从服务器经通信接口向其传输事先设置的各项 运行参数，主要是硬件设备的连接情况及控制模式、使用人员信息、允许的时间 和出，入门方式等参数。门禁控制器经过上述初始化后就能独立运行（脱机运行）。通常控制器处于等待状态，当有人读卡时，读卡器经其接口将卡号传输到门禁控 制器，在门禁控制器中将卡号、当前控制时间、当前的控制模式进行比较、鉴别，得出开门与否指令。当指令是准许时，门禁控制器还通过继电器驱动电控锁使之 退出锁门状态，完成读卡开门的整个过程。同时门禁控制器将该过程描述成一个 事件记录下来，在可以与服务器通信时将事件上传。

第三章嵌入式门禁控制器的原理图设计１９

第三章嵌入式门禁控制器的原理图设计

３．１电源模块的设计

电源是一切系统的动力之源，是系统正常运行的基础，电源的稳定工作对整 个系统的稳定工作起着至关重要的作用。电源设计看似简单，其实有许多需要特 别注意的地方，任何一个微小的错误都可能对系统造成致命影响。所以在电源设 计时一定要认真仔细，正所谓磨刀不误砍柴工。

嵌入式门禁系统的电源模块分为电源板和控制器板上电源两部分。

３．１．１电源板的设计

电源模块负责对嵌入式门禁系统控制器供电，电源板的基本组成框图如图３．１

所示。

图３．１电源板的基本组成框图

（１）电源板的具体要求

（ａ）电源板的输入是１５伏的直流电，输出包括一路１２Ｖ／ＳＡ直流和２路５Ｗ３Ａ 直流。

（ｂ）蓄电池的输入是１３Ｖ－１５Ｖ，充电时间８．２４小时，蓄电池和外部电源供电的 转换时间为０。

（ｃ）电源板蓄电池的电池状态显示：充电状态、满状态和电池供电状态。电池 饱和后，自动切断充电，以延长电池的寿命。

其它要求：

●工作电源：额定电压ＤＣｌ２Ｖ（ａ：２０％）、额定电流≤５Ａ。●输入参数：干接点开关量输入。

●输出负载参数：工作电压ＤＣ茎１２Ｖ，工作电流翌Ａ。

嵌入式门禁系统硬件的设计与实现

・工作环境：温度．２０℃～５５℃，湿度０－９５％。

●蓄电池的续航能力为１６小时，充放电次数不小于１００００次。（２）开关电源输入

电源板的输入部分电路如图３．２所示。外部输入电流是１５Ｖ，最大电流３Ａ。经过整流后输给蓄电池和后面ＤＣ／ＤＣ变换电路。其中ＴＶＳ－－Ｐ６ＫＥ６．８ＣＡ是防止 雷击和过压的，当Ｐ６ＫＥ６．８ＣＡ两端电压过大时，它自动导通让电流通过它到地 形成回路，已达到保护后面电路的目的；桥堆ＫＢＰＣ８／１０Ａ的起到防反接的作用： 电感和两端的电容组成Ｊｌ＂形滤波网络对输入的电流进行滤波，减小电流的纹波： 二极管６Ａ１０的作用是防止电流回涌；Ｆ１是自恢复保险丝防止电路电流过大，有 保护电路作用。

主

图３．２电源板的输入部分电路图

（３）蓄电池电路

蓄电池充电电路要求可以对蓄电池自动充电、充满后可以自动断电。充电电 路如图３．３所示。电路核心是电压比较器ＣＡ３１４０和双路继电器，其中双路继电 器用继电器有没有电流通过来控制两路开关，而且这两路开关互斥，即总是一路 开一路关。当Ｄ＋和Ｄ一不导通时，Ｋ１＋和Ｋ１一导通，Ｋ２＋和Ｋ２一不导通；当 Ｄ＋和Ｄ一导通时，Ｋ１＋和Ｋ１一不导通，Ｋ２＋和Ｋ２一导通。

充电电路的原理是：当刚接上蓄电池时（不妨设此时蓄电池电压低于１２．３Ｖ，即使此时高于１２．３Ｖ使用一段时间后也要低于１２．３ｖ），采样电阻Ｒ４和Ｒ９通过分 压将蓄电池电压的１／３电压送到电压比较器的２管脚，然后和电压比较器的３管 脚进行比较，此时Ｋ＋１和Ｋ一１导通由电路很容易知道３管脚的电压为４．１Ｖ，２ 管脚电压小于３管脚，电压比较器输出为高，则三极管Ｑ１－９０１３基极为高，所
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以三极管导通有电流流过，这时继电器的Ｄ＋和Ｄ一由不导通变为导通。然后Ｋ２ ＋和Ｋ２一变为导通，充电开关闭合（】融＋和Ｋ２一相当于充电电路开关）对蓄电池 进行充电：Ｋ１＋和Ｋ１一不导通，此时电压比较器３管脚的电压由４．１Ｖ变为４．７Ｖ。直到蓄电池充电到电压超过１４．１ｖ时，采样电阻送给电压比较器２管脚的电压超 过４．７ｖ，２管脚电压大于了３管脚电压，这时电压比较器输出低电平，三极管Ｑ１ 不导通，所以继电器Ｄ＋和Ｄ一不导通，Ｋ２＋和Ｋ２一不导通，充电电路自动切

断蓄电池的充电电路；Ｋ１＋和Ｋ１一导通，电压比较器３管脚的电压又变成了４．１Ｖ。

等蓄电池使用一段时间后，电压降到１２．３Ｖ以下时，采样电阻Ｒ４和Ｒ９送到 电压比较器２管脚的电压小于４．ＩＶ，电压比较器又输出高电平，然后又对蓄电池 充电，如此周而复始不断循环下去。

从上面的分析可以看出蓄电池充电电路有２个极限１４．１Ｖ和１２．３Ｖ，当蓄电

池电压大于１４．１Ｖ时，切断充电电路；当蓄电池电压小于１２．３Ｖ时，闭合充电电

路，简单地说就是相当于一个窗式电压比较器。具体就体现在电压比较器３管脚 的电压上。

蓄电池的状态是用发光二极管来实现的，如图３．３ＤＳＩ是供电状态显示，ＤＳｌ 亮就是市电不供电，蓄电池在给系统供电；ＤＳ２是充电状态显示，ＤＳ２亮就是正 在对蓄电池进行充电，ＤＳ２灭就是蓄电池是满状态。外部电源和蓄电池供电的转 换是通过两个并接的二级管来实现的。

图３．３蓄电池充电电路图

（４）ＤＣ／ＤＣ变换电路

由外部电源或蓄电池供给ＤＣ／ＤＣ变换电路的电压在１１．５Ｖ一１３．５Ｖ之间，一 路经过滤波处理后直接作为１２Ｖ供给控制器，因为１２Ｖ是用来控审ｌＪｆ－Ｊ锁的开断的，所以对电压的纹波要求不高，电压在９Ｖ一１４Ｖ之问都可以对门锁进行控制。其他

嵌入式门禁系统硬件的设计与实现

两路都是供给ＤＣ／ＤＣ电路５Ｖ，一路是供给嵌入式门禁控制器，另一路是供给扩展 板的，因此对５Ｖ电压的纹波要求就比较高。ＤＣ／ＤＣ变换电路的５Ｖ部分如图３．５ 所示，设计采用的是传统的线性稳压器ＤＣ／ＤＣ设计方法。一块高质量的ＤＣ／ＤＣ 电源芯片一国家半导体的ＬＭ２５７６、一段电感和肖特基二极管１Ｎ５８２２，再加些电 容组成了５Ｖ的ＤＣ仍Ｃ电路。

值得注意的是电源的地信号有两种，一种是数字地，如图３．４中的ＧＮＤ２： 另一种是模拟地，如图３．５中的另一个地，两者之间用一个０欧姆的电感来耦合。这样的好处是数字电路部分和模拟电路部分之间的干扰可以减小到最小从而互不

影响。

Ｌ６

图３．４５ＶＤＣ／ＤＣ变换电路图，Ｖ¨ｊＯｌ＇Ｄ２彳

３．１．２嵌入式门禁控制器板上的电源

嵌入式门禁系统控制器需要的电源有：

（１）１．８Ｖ，￥３Ｃ２４１０内核工作电压。（２）３．３Ｖ，￥３Ｃ２４１０芯片工作电压，ＩＯ端ＤＴ作电压，ＳＤＲＡＭ／ＦＬＡＳＨ等其他器件 的工作电压。

（３）５Ｖ：是ＤＣ／ＤＣ变换电路提供输入电源，还给扩展板的ＬＣＤ提供电源。（４）１２Ｖ，是控制门锁开断的电源和读卡电路电路。

经过上面的分析知道，门禁控制器上的电源模块只要做５Ｖ到３．３Ｖ的ＤＣ／ＤＣ

变换和５Ｖ到１．８Ｖ的ＤＣ／ＤＣ变换就可以了．

而这两部分的ＤＣ／ＤＣ变换和电源板上的ＤＣ／ＤＣ变换类似，都是通过电源芯片 变化的，只不过是把ＬＭ２５７６换成ｎ公司的ＴＰＳ７７８１８Ｄ和ＴＰＳ７８６３３ＤＣＱ．电路图 如图３．５所示。
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图３．５３．３ＶＤＣ／ＤＣ变换电路图

３．２微处理器的原理图设计

￥３Ｃ２４１０集成了许多的功能，大部分的工作都是通过设置相应的控制寄存器 来确定ＣＰＵ的工作方式的。￥３Ｃ２４１０共有２７２只引脚，采用ＦＢＧＡ封装。除去 电源与地、数据总线、地址总线、通用Ｉｏ与外部中断和其他专用模块，如ＬＣＤ、ＵＡＲＴ、ＵＳＢ、ＤＭＡ、ＳＰＩ、ＩＩＣ、ＩＩＳ、ＡＤＣ、ＳＤ、ＳＤＲＡＭ、ＮＡＮＤＦＬＡＳＨ等，￥３Ｃ２４１０需要设置的寄存器也不多了，下面就详细的介绍一下嵌入式门襟控制器 硬件设计中￥３Ｃ２４１０需要设定的关键控制管脚。

３．２．１启动模式

￥３Ｃ２４１０具有三种启动方式，可以通过ＯＭ［Ｉ：０］管脚进行选择，表３．１是

Ｓ３Ｃ２４１０所支持的启动模式„¨。

表３．１￥３Ｃ２４１０的启动模式

ＯＭＩ（操作模式１）ＯＭ０（操作模式０）导入ＲＯＭ数据宽度

ＯＯＮａｎｄＦ１ａｓｈＭｏｄｅ

Ｏｌ１６一ｂｉｔ

ｌＯ３２－ｂｉｔｌ１１、ｅｓｔＭｏｄｅ本设计采用的是３２位的ＮＯＲＦＬＡＳＨ作为存储器，因此本次设计ＯＭ［１：Ｏ】 应该设定为１０。如果设计的硬件平台需要支持ＮＡＮＤＦＡＬＳＨ和ＮＯＲＦＬＡＳＨ双 启动，可以以跳线的方式来设定ＯＭ［１：Ｏ】的值。

用户可以将引导代码和操作系统镜像存放在外部的ＮＡＮＤＦＬＡＳＨ中，并从

ＮＡＮＤＦＬＡＳＨ启动，当处理器在这种模式下启动时，外部的ＮＡＮＤＦＡＬＳＨ将访
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问控制接口，并将引导代码自动加载到处理器内部的ＳＲＡＭ（此时该ＳＲＡＭ定位 于起始地址空间０ｘ００００００００，容量为４ＫＢ），并且运行。之后，ＳＲＡＭ中的引导 程序将操作系统镜像加载到ＳＤＲＡＭ中，操作系统就能够在ＳＤＲＡＭ中运行。启 动完毕后，４ＫＢ的启动ＳＲＡＭ就可以用于其他用途。如果从ＮＯＲＦＬＡＳＨ方式启 动，启动ＲＯＭ就要定位于内存的起始地址空间Ｏｘ００００００００，处理器直接在ＲＯＭ 上运行启动程序，而４ＫＢ启动ＳＲＡＭ被定位于内存地址的０ｘ４０００００００处【ｌ】。３．２．２时钟

在时钟方面Ｓ３Ｃ２４１０有突出的特点，该芯片集成了一个具有日历功能的ＲＴＣ 和具有ＰＬＬ（ＭＰＬＬ和ＵＰＬＬ）的芯片时钟发生器。￥３Ｃ２４１０可以生成三种时钟信号，分别是微处理器使用的ＦＣＬＫ、ＡＨＢ总线使用的ＨＣＬＫ和ＡＰＢ总线使用的ＰＣＬＫ。同时，￥３Ｃ２４１０有两个锁相环，一个用于ＦＣＬＫ、ＰＣＬＫ和ＨＣＬＫ，称为ＭＰＬＬ； 另一个用于ＵＳＢ设备，称为ＵＰＬＬ。ＭＰＬＬ产生主时钟，能够使处理器工作频率 最高达到２０３ＭＨｚ。这个工作频率能够使处理器轻松运行于ＷｉｎｄｏｗｓＣＥ、Ｌｉｎｕｘ 等操作系统以及进行较为复杂的信息处理。ＵＰＬＬ产生实现主从ＵＳＢ功能的时钟。（１）ＨＣＬＫ、ＰＣＬＫ和ＦＣＬＫ的频率选择 Ｓ３Ｃ２４１０支持ＨＣＬＫ、ＰＣＬＫ和ＦＣＬＫ的分频选择，其比率通过ＨＤＩＶＮ、ＰＤＩＶＮ寄存器控制，如表３．２所示。

表３．２ＦＣＬＫ、ＰＣＬＫ和ＦＣＬＫ频率选择

ＨＤＩＶＮＰＤＩＶＮＦＣＬＫＨＣＬＫＰＣＬＫ比率

０ＯＦＣＬＫＦＣＬＫＦＣＬＫｌ：１：１（默认值）Ｏ１ＦＣＬＫＦＣＬＫＦＣＬＫ／２１：１：２

ｌＯＦＣＬＫＦＣＬＫ／２ＦＣＬＫ，２１：２：２ｌｌＦＣＬＫＦＣＬＫ／２ＦＣＬ肼１：２：４（推荐值）（２）时钟源选择

通过ＯＭ［３：２］管脚来选择主时钟源和ＵＳＢ时钟源，如表３．３所示。在本系统 中我们用外部晶振作为时钟源，因此设ＯＭ［３：２］＝００，电位拉低【Ｉ】【１２１。

表３．３Ｓ３Ｃ２４１０的时钟源选择

ＯＭ［３：２］ＭＰＬＬ状态ＵＰＬＬ状态主时钟源ＵＳＢ时钟源

００ＯｎＯｎＣｒｙｓｔａｌＣｒｙｓｔａｌＯｌＯｎｏｎＣｒｙｓｔａｌＥＸＴＣＬＫ

１０ＯｎＯｎＥＸＴＣＬＫＣｒｙｓｔａｌｌＯＯｎＯｎＥＸＴＣＬＫＥＸＴＣＬＫ

这些所以的寄存器的设置都是在软件Ｓ３Ｃ２４１０．ｈ中定义的，这里就不详细说
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明了。

实时时钟器件是一种能提供日历／时钟、数据存储等功能的专用集成电路。ＲＴＣ逻辑模块可以通过一个备用电池供电，备用电池的正极通过二极管接到

￥３Ｃ２４１０的ＲＴＣＶＤＤ管脚，而ＲＴＣＶＤＤ直接连接到ＲＴＣ模块。ＲＴＣ电路如图

３．６所示。

苛寺２Ｊｌ■ｌｊｌｌＩ・

ｏ，－－Ｃ５１

１０４Ｄ∞Ｉ）２８ＢＴｌ

门１１ＪｌＩ●瑚„１４８砰１４８Ｂｍ舯

图３．６ＲＴＣ电路图

其中Ｖ１８是电源模块供电，大部分时间都是由Ｖ１８供电的。当供电￥３Ｃ２４１０ 处于掉电工作模式时，由备用电池来供电，此时￥３Ｃ２４１０中只有ＲＴＣ模块工作，其他模块都处于停止状态。３．２３晶振电路

根据￥３Ｃ２４１０的最高工作频率及ＰＬＬ电路的工作方式，设计选择１２ＭＨｚ的无源 晶振为微处理器提供系统时钟，选择３２．７６８ＫＨｚ无源晶振作为实时时钟提供时钟信 号。１２ＭＨｚ的晶振频率通过￥３Ｃ２４１０芯片内部集成的倍频电路可以产生系统所需的 不同频率。片内的ＰＬＬ电路兼有频率放大和信号提纯的功能，因此，系统可以以较 低的外部时钟信号获得较高的工作频率，以降低因高速开关时钟所造成的高频噪 声。图３．７是系统时钟和实时时钟的示意图，这里的电容用于滤除来自振荡的高次 谐波，电阻是进行阻抗匹配的。
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正互３．２．４ＪＴＡＧ接口

图３．７系统时钟和实时时钟的示意图

１９９０年被修改后成为ＩＥＥＥ的一个标准，ＥＰｌＥＥＥｌｌ４９．１．１９９０。通过这个标准，可对

具有ＪＴＡＧ接口芯片的硬件电路进行边界扫描和故障检测，主要用于芯片内部测试 及对系统进行仿真、调试。一般的较高档的微处理器都带有ＪＴＡＧ接口，￥３Ｃ２４１０ 也具有这个接口。通过Ｊ１＿ＡＧ接口，可对芯片内部的所有部件进行访问，因而是开 发调试嵌入式系统的一种简洁高效的手段。新标准的ＪＴＡＧ接口采用了２０根引脚，表３．４是ＪＴＡＧ各功能引脚的含义１１１。

表３．４ＪＴＡＧ各功能引脚的含义：

信号输入／输出描述

ＶＴｒｅｆ输入参考电压，通常接电源Ｖｓｕｐｐｌｙ输入电源ＪＴＡＧ（ＪｏｉｎｔＴｅｓｔＡｃｔｉｏｎＧｒｏｕｐ）是１９８５年制定的检钡ｉＪＰＣＢ和ＩＣ芯片的一个标准，ｎＴＲＳＴ输出测试复位输入信号ＴＤＩ输出ＪＴＡＧ指令和数据寄存器的串行数据输入端ＴＭＳ输出输入方式选择

ＴＣＫ输出测试时钟

ＲＴＣＫ输入目标反馈的时钟信号ＴＤＯ输入ＪＴＡＧ指令和数据寄存器的串行数据输出端ｎＳＴＳＴ输入／输出目标系统复位信号ＤＢＧＲＱ调试请求调试ＡＲＭ内核不使用

ＤＢＧＡＣＫ调试应答调试ＡＲＭ内核不使用
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图３．８嵌入式控制器ＪＴＡＧ接口原理图

嵌入式控制器ＪＴＡＧ接口原理图如图３．８所示，￥３Ｃ２４１０Ｐｑ部具有ＪＴＡＧ模块，只 需将ｎＴＲＳＴ、ＴＤＩ、ＴＭＳ、ＴＣＫ、ＴＤＯ等引脚与相应的接口相连即可，将ｎＲＥＳＥＴ 引脚与系统复位信号相连。

３．２．５串口

本次硬件设计需要１个２３２串口用于调试和１个４８５串口用于接受读卡器数据。ＲＳ２３２用正负电压来表示逻辑状态，采用负逻辑。ＲＳ４８５采用平衡发送和差分接收，因此具有抑制共模干扰的能力。ｓ３ｃ２４１０内部有３个独立的ＵＡＲＴ（通用异步收发器）控制器，每个控制器都可以工作在中断模式或ＤＭＡ模式，ＵＡＲＴ控制器可以在微 处理器与ＵＡＲＴ控制器传送数据的时候产生中断请求或ＤＭＡ请求。每个ＵＡＲＴ包括 波特率产生器、一个传输器、一个接收器和控制单元。波特率产生器由ＰＣＬＫ或

ＵＣＬＫ提供时钟，传输器和接收器分别包含１６位先入先出队ＹＩｊＦＩＦＯ和数据移位器。数据先写入ＦＩＦ０，然后在传输数据前复制到传输数据移位器，最后数据通过传输

数据管脚（ＴｘＤｎ）移出去。其间接收数据管脚接收数据，然后从移位器中复制到ＦＩＦ０ 这样就完成了一次数据交换１２ｊ。￥３Ｃ２４１０可以很容易地用ＵＡＲＴ控制器实现ＲＳ２３２ 和ＲＳ４８５接口功能，ＵＡＲＴＯ和ＵＡＲＴｌ控制器扩展ＲＳ２３２接口，ＵＡＲＴ２扩展ＲＳ４８５接 口。要实现ＲＳ２３２接口需加电平转换电路，系统使用采用ＭＡＸ３２３２来实现ＲＳ２３２ 接口的电平转换。ＲＳ４８５接口采用ＭＡＸ３４８８收发器来实现，收发器有四根信号线，Ａ和Ｙ分别是接收器输入与驱动器输出，Ｂ和ｚ分别是Ａ和Ｙ的反向的接收器输入和 反向的驱动器输出。收发器还有ＤＩ和ＲＯ两个引脚，分别与ＵＡＲＴ的Ｔｘ和Ｒｘ信号相 连接。ＲＳ２３２与ＲＳ４８５接口设计原理图如图３．９所示。
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Ｃ３３

图３．９ＲＳ２３２与ＲＳ４８５接口设计原理图

３．３嵌入式门襟控制器的存储器组成

一般的嵌入式微处理器都需要外部内存来支持操作系统的运行。￥３Ｃ２４１０也 一样，它只有管理虚拟内存的ＭＭＵ和相互独立的１６ＫＢ数据Ｃａｃｈｅ／１６ＫＢ地址 Ｃａｃｈｅ，也需要扩展外部内存来支持工作，工作方式是通过设置存储器的控制寄存 器来控制的。嵌入式系统的存储系统一般都包括：ＳＤＲＡＭ和ＦＬＡＳＨ两部分。

￥３ｃ２４１０将系统的存储空间分成８组（ｂａｎｋ），每组的大小是１２８ＭＢ．共１ＧＢ。Ｂａｎｋ０到Ｂａｎｋ６的开始地址是固定的，用于ＲＯＭ或ＳＲＡＭ。Ｂａｎｋ６和Ｂａｎｋ７用 于ＲＯＭ／ＳＲＡＭ或ＳＤＲＡＭ，这两组可编程且大小相同。Ｂａｎｋ７的开始地址是Ｂａｎｋ６ 的结束地址，灵活可变。所有内存块的访问周期都可编程。总线访问周期可以通

过插入外部ＷＡＩＴ信号来延长，支持ＳＤＲＡＭ的自刷新和掉点模式，Ｓ３Ｃ２４１０采 用ｎＧＣＳ［７：０］８个通用片选信号选择这些组。￥３Ｃ２４１０的物理地址映射如图３．１０

所示。
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ｍＦＦＦＦ＿Ｆ３：Ｆ０１峨１：明－０１。＇ＯＯＭ［１：硼・００

Ｆ—＋

ＮⅨ刚

０＂ａｍ００＿００００—＋

８ＦＲ№ ＮＯＴＥＳ：

‟．ＳＲＯＭｍａＦＢＲＯＭ口ＳＲＡＭｔｍ＿ｇ｝‟０Ｍ２ＳＦＲｍｅａｎｓＳＤｅｃ倒Ｆｕｒ，ａｒ

图３．１０￥３Ｃ２４１０的物理地址映射图ＯｏｎＰ．鲫ｅ，（１）总线宽度和等待控制寄存器

表３．５总线宽度和等待控制寄存器表

寄存器地址读／写说明复位后的值

ＩＢＷＳＣＯＮＯｘ４８００００００

总线宽度和等读／写待寄控制存器

（２）组控制寄存器ｒ（ｎＧＣＳ０－ｎＧＣＳ７）

表３．６组控制寄存器

寄存器地址读／写说明复位后的值

ＢＡＮＫＣＯＮ０Ｏｘ４８０００００４读／写ＢＡＮＫ０控制寄存器０ｘ０７００ ＢＡＮＫＣＯＮｌＯｘ４８０００００８读／写ＢＡＮＫｌ控制寄存器０ｘ０７００ ＢＡＮＫＣＯＮ２０ｘ４８０００００ｃ读／写ＢＡＮＫ２控制寄存器０ｘ０７００ ＢＡＮＫＣＯＮ３Ｏｘ４８００００１０读／写ＢＡＮＫ３控制寄存器Ｏｘ０７００ ＢＡＮＫＣＯＮ『４Ｏｘ４８００００１４读／写ＢＡＮＫ４控制寄存器０ｘ０７００

ＯｘＯ０００００
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ＢＡＮＫＣＯＮ５Ｏｘ４８０００００８读／写ＢＡＮＫ５控制寄存器０ｘ０７００ ＢＡＮＫＣＯＮ６Ｏｘ４８００００１ｃ读／写ＢＡＮＫ６控制寄存器０ｘ１８００８ ＢＡＮＫＣＯＮ７０ｘ４８００００２０读／写ＢＡＮＫ７控制寄存器０ｘ１８００８

３．３．１ＳＤＲＡＭ

与ＦＬＡＳＨ存储器相比较，ＳＤＲＡＭ不具有掉电保持数据的特性，但其存取速度 远远高于ＦＬＡＳＨ存储器，且具有读／写的属性，因此，ＳＤＲＡＭ在系统中主要用作 程序的运行空间，数据及堆栈区。当系统启动时，微处理器首先从复位地址０ｘ０处 读取启动代码，在完成系统的初始化后，程序代码一般应调入ＳＤＲＡＭ中运行，以 提高系统的运行速度，同时系统及用户堆栈、运行数据也都放在ＳＤＲＡＭ中。

ＳＤＲＡＭ（ＳｙｎｃｈｒｏｎｏｕｓＤＲＡＭ）即同步ＤＲＡＭ。主要用来存放执行代码和变量，是系统启动之后主要进行存取操作的存储器。它的最大的特点就是可以与微处理 器的外部工作时钟同步。ＳＤＲＡＭ是以阵列单元来存取数据的，因此在存取时必 须提供一个行地址和一个列地址来确定所要访问的数据的位置，其寻址步骤应该 是这样的，首先地址总线上出现所要访问的数据的列地址，同时作为列地址信号

标志的ＲＡＳ（ＲｏｗＡｄｄｒｅｓｓＳｔｒｏｂｅ）信号有效，将列地址送入ＳＤＲＡＭ，ＳＤＲＡＭ将

整列的数据都准备好，等待着被访问。然后地址总线上出现所要访问数据的行地

址，并通过行地址选通信号ＣＡＳ（ＣｏｌｕｍｎＡｄｄｒｅｓｓＳｔｒｏｂｅ）送入ＳＤＲＡＭ，ＳＤＲＡＭ 从在这之前已选中的列中挑出该地址所对应的数据¨３１，并将该数据输出或输入到 数据总线。具体是输出还是输入操作是由ＷＥ信号决定的。

（１）ＳＤＲＡＭ存储器的三星公司的ＳＤＲＡＭ具有性能稳定、价格低、存储量大和存取速度快等优点，选择

所以选用三星公司的Ｋ４Ｓ５１１６３２Ｂ作为本次硬件设计的ＳＤＲＡＭ芯片。

Ｋ４Ｓ５１１６３２Ｂ具有ＳＤＲＡＭ的所有的优点，并且具备自刷新功能，自动刷新的周 期为６４ｍｓ。工作电压为３．３Ｖ，常见的封装为５４脚ＴＳＯＰ，兼容ＬＶｒｒＬ接口，支 持自动刷新和自刷新，具有１６位的数据宽度【１４】。因为ＤＲＡＭ中的数据是靠电容 内的电荷来维持的，电荷的泄露会导致数据的丢失，定时对ＤＲＡＭ进行刷新就能 够解决这个问题，从而提高ＳＤＲＡＭ的稳定性。目前常用的ＳＤＲＡＭ为８位／１６ 位的数据宽度，可根据系统需求构建１６位或３２位的ＳＤＲＡＭ存储器系统。本次 设计选择的Ｋ４Ｓ５１１６２３Ｂ芯片是１６位数据宽度，每片的存储密度是

５１２Ｍｂｉｔ（３２Ｍｘｌ６ｂｉｔ），本次设计中使用两片Ｋ４Ｓ５１１６３２Ｂ芯片构建３２位的ＳＤＲＡＭ

存储器系统，这样总存储容量可达１０２４Ｍｂｉｔ（３２Ｍｘ３２ｂｉｔ）。表３．７是Ｋ４Ｓ５１１６２３Ｂ 的管脚说明。
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表３．７Ｋ４Ｓ５１１６３２Ｂ的管脚说明

引脚描述功能

ＣＬＫ系统时钟芯片时钟输入

ＣＳ撑片选禁止或使能除ＣＬＫ、ＣＫＥ和ＤＱＭ外的所有输入信号ＣＫＥ时钟使能片内时钟信号控制

ＡＯ．Ａ１２地址总线行地址：ＲＡ０－ＲＡｌ２，列地址：ＣＡ０－ＣＡ９ＢＡ０．ＢＡｌ组地址选择用于片内４个组的选择

当ＲＡＳ＃为低时，在ＣＬＫ的上升沿锁存行地问和预充电。

址，使能行访ＲＡＳ群行当ＣＡＳ＃为低时，在Ｃ地址锁存

ＬＫ的上升沿锁存列地问。

址，使能列访ＣＡＳ牟列地址锁存 Ｗ．Ｅ＃写使能使能写操作和行预充电。

ＤＱＭＩ／Ｏ屏蔽在读模式下控制输出缓冲；在写模式下屏蔽输入数据 ＤＱ０一ＤＱｌ５数据总线数据输入／输出引脚

ＶＤＤ，ＶＳＳ电源／地内部电路及输入缓冲区电源／地

ＶＤＤＱ／ＶＳＳＱ电源／地输出缓冲区电源／地

（２）ＳＤＲＡＭ的原理图设计
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图３．１１ＳＤＲＡＭ的设计原理图

ＳＤＲＡＭ的设计原理图如图３．１１所示，从原理图设计中可以看到使用两片

Ｋ４Ｓ５１１６３２Ｂ芯片构建３２位的ＳＤＲＡＭ存储器系统，总的存储容量为３２ＭＸ３２ｂｉｔ。

所以微处理器端的地址总线从Ａ２开始连接，也即处理器端的地址Ａ［１４：２１对应

嵌入式门禁系统硬件的设计与实现

ＳＤＲＡＭ芯片端的地址Ａ［１２：０］，微处理器每次以四字节的模式访问ＳＤＲＡＭ。Ａ２５ 和Ａ２６用于Ｂａｎｋ的选择。ＣＡＳ＃、ＲＡＳ＃分别和微处理器端的列地址使能信号 ｎＳＣＡＳ、行地址使能信号ｎＳＲＡＳ连接，ＣＳ＃连接微处理器端的片选信号

ｎＳＣＳ０（ｎＧＣＳ６），ＣＬＫ连接微处理端的时钟ＳＣＬＫｌ和ＳＣＬＫ２，ＷＥ＃与微处理器端 的写使能信号ｎＷＥ、ＵＤＱＭ和ＬＤＱＭ分别和微处理器端的ＤＱＭ［３：０］连接。

３．３．２ＦＬＡＳＨ

ＦＬＡＳＨ存储器是一种可在系统（Ｉｎ．Ｓｙｓｔｅｍ）进行电擦写，掉电后信息不丢失的 存储器。它具有低功耗、大容量、擦写速度快、可整片或分扇区在系统编程（烧写）、擦除等特点，并且可由内部嵌入的算法完成对芯片的操作，因而在各种嵌入式系 统中得到了广泛的应用【”。

（１）ＦＬＡＳＨ存储器的选择

目前ＦＬＡＳＨ主要有ＮＯＲＦＬＡＳＨ和ＮＡＤＮＦＬＡＳＨ两种，它们在应用上有 所不同因此也用于不同的场合。

读取ＮＯＲＦＬＡＳＨ和读取常见的ＳＤＲＡＭ是一样的。它的所有地址都是可见 的，可以读取它任意随机地址的值。同时它和ＳＤＲＡＭ一样可以直接运行装载在

ＮＯＲＦＬＡＳＨ里面的代码，这就是所谓的ＸＩＰ（Ｅｘｅｃｕｔｅ．Ｉｎ－Ｐｌａｃｅ）技术【１１。因为ＮＯＲ

ＦＬＡＳＨ有这种特性，所以它非常适用于小型嵌入式系统。可以把代码装载到 ＦＬＡＳＨ中，在系统启动的时候直接运行它，而减少ＳＲＡＭ的容量从而节约了成

本。使用ＮＯＲＦＬＡＳＨ来启动时，就要定位于内存的起始地址空间０ｘ００００００００，处理器直接在ＮＯＲＦＬＡＳＨ上运行启动程序。

ＮＡＮＤＦＬＡＳＨ没有采取内存的随机读取技术【ｌ】。它的读取是以一次读取一块 的形式来进行的，通常是一次读取５１２个字节。采用这种技术的ＦＬＡＳＨ比较廉 价。但是和所有块设备一样，ＮＡＮＤＦＬＡＳＨ比较容易出现坏位，这需要采用软 件来避免使用这些位，这样以来就增加了软件的复杂度。不能直接运行ＮＡＮＤ

ＦＬＡＳＨ上的代码，因此好多使用ＮＡＮＤＦＬＡＳＨ的开发板除了使用ＮＡＮＤＦＬＡＳＨ 以外，还作上了一块小的ＮＯＲＦＬＡＳＨ来运行启动代码，这样作会增加系统的复

杂度。

设计的嵌入式门禁控制器不需要经常擦写ＦＬＡＳＨ，并且需要读取数据的速度 越快越好。ＦＬＡＳＨ中存有操作系统，ＦＬＡＳＨ的读取速度越快系统运行的越好。因此本次设计选择Ｉｎｔｅｌ公司生产的ＴＥ２８Ｆ２５６Ｊ３Ｃ型ＮＯＲＦＬＡＳＨ。

ＴＥ２８Ｆ２５６Ｊ３Ｃ的单片存储密度为２５６Ｍｂｉｔ（３２ＭＢ），由２５６块１２８Ｋｂｙｔｅ容量的 高密度对称的块组成。采用Ｏ．１８ｕｍ的制造工艺，具有１２５ｎｓ的初始访问速度，３０ｎｓ 的异步页模式读，３２字节写缓冲区，每字节６．８ｕｓ的有效编程时间，工作温度一
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４０一８０等特点。工作电压为２．７Ｖ－３．６Ｖ，采用５６脚的ＴＳＯＰ封装。１６位的数据宽 度，可以以字节模式或者字模式数据宽度的方式工作。ＴＥ２８Ｆ２５６Ｊ３Ｃ需要３．３Ｖ 电压即可完成在系统的编程与擦除操作，通过对其内部的命令寄存器写入标准的 命令序列，可对ＦＬＡＳＨ进行擦除（烧写）、整片擦除、按扇区擦除以及其他操作。本次设计需要１２８Ｍｂｙｔｅ总容量的ＦＬＡＳＨ，因此本次设计选用４片ＴＥ２８Ｆ２５６Ｊ３Ｃ，这样就可以满足嵌入式门禁控制器ＦＬＡＳＨ存储空间的需求。图３．１２是 ＴＥ２８Ｆ２５６Ｊ３Ｃ的内部结构框图，表３．８是ＴＥ２８Ｆ２５６Ｊ３Ｃ的引脚说明。

图３．１２ＴＥ２８Ｆ２５６Ｊ３Ｃ内部结构框图 表３．８ＴＥ２８Ｆ２５６Ｊ３Ｃ引脚说明

引脚Ｉ／Ｏ类型功能

地址总线，在字模式下Ａ０不使用。在字节模式下Ａ０用来选择高字

Ａ【２４：０】ｌ节或者低字节访问。Ｄ［７：０】ｌ／ｏ低字节数据总线。

Ｄ［１５：８】ｌ／ｏ高字节数据总线，在字节模式下Ｄ［１５：８］悬空。

片选使能。低电平有效，在进行读／写操作时，该引脚必须为低电平，ＣＥ［２：０】Ｉ当为高电平时，芯片处于高阻旁路状态。

硬件复位／掉电。低电平有效，当ＲＰ＃为低电平时，重启正在操作式，设备处于调电模式；当ＲＰ＃为高时，使能正常的操作。进行的ＲＰ拌Ｉ

ｏＥ群Ｉ输出使能，低有效。、＾悒＃Ｉ写使能，低电平有效。

嵌入式门禁系统硬件的设计与实现

ＳＴＳ开漏输出状态指示。指示内部的工作状态，ＳＴＳＴ使用上拉电阻连接到ＶＣＣＱ。

ＢＹＴＥ＃Ｉ字节使能。当ＢＹＴＥ＃为低时选择字节模式，为高时选择字模式。

擦除／编程／块锁使能。当ＶＰＥＮ＜ＶＰＥＮＬＫ，存储一般ＶＰＥＮ连接到ＶＣＣ。器只能读但不能写，ＶＰＥＮＶＣＣ电源内核电源电压，逻辑电压。Ｉ

ＶＣＣＱ电源Ｉ／Ｏ电源电压。连接到ＶＣＣ。

ＧＮＤ地地。不能使任何的地信号悬空。

（２）ＦＬＡＳＨ的原理图设计

图３．１３ＦＬＡＳＨ的设计原理图

图３．１３ＦＬＡＳＨ的设计原理图设计，从原理图设计中可以看到由于ＦＬＡＳＨ存

储器使用的是字模式，所以Ａ０需接地。两块ＴＥ２８Ｆ２５６Ｊ３Ｃ并联在一起实现３２ 位的数据总线传输，即两字（四字节）模式传输数据，所以嵌入式微处理器的地址 总线从Ａ２开始连接，也即嵌入式处理器端地址Ａ［２５：２］对应ＦＬＡＳＨ芯片地址 Ａ［２４：１］。各ＦＬＡＳＨ芯片的ＳＴＳ管脚直接接Ｖ３３上拉，ＢＹＴＥ＃管脚直接接Ｖ３３ 上拉，选择单芯片的１６位字模式。ＯＥ＃、ｗＥ拌分别接ＣＰＬＤ扩展的信号

ＦＬＡＳＨｎＯＥ和ＦＬＡＳＨｎｗＥ，ＲＰ＃接ＣＰＬＤ扩展的信号ＦＬＡＳＨｎＲＥＳＥＴ。因为

两块ＴＥ２８Ｆ２５６Ｊ３Ｃ芯片并联在一起可以实现３２位的数据总线传输，所以四片 Ｅ２８Ｆ２５６Ｊ３Ｃ芯片需使用嵌入式处理器Ｓ３Ｃ２４１０的两个片选信号ｎＧｃｓＯ和 ｎＧＣＳｌ，占用￥３Ｃ２４１０的两个存储空间。

３．４以太网的原理图设计

３．４．１以太网控制器的选择

第三章嵌入式门禁控制器的原理图设计３５

根据前面的需求分析可知，本次设计的嵌入式控制器需要有以太网支持，目

前市场上以太网接口芯片有很多，比如ＣｉｒｒｕｓＬｏｇｉｃ公司的ＣＳ８９００Ａ，Ｒｅａｌｔｉｍｅ 公司的ＲＴＬ８ＸＸＸ系列产品，以及ＳＭＳＣ公司的９１ＣＸＸ产品等等。根据１０Ｍ／１００Ｍ 自适应以及选择主流芯片的原则，本次设计选用ＳＭＳＣ的ＬＡＮ９１Ｃ１１１作为嵌入 式门禁控制器设计的网络接口芯片。ＬＡＮ９１Ｃｌｌｌ是ＳＭＳＣ公司生产的专门用于 嵌入式系统的非ＰＣＩ接口的１０Ｍ／１００Ｍ第三代快速以太网控制器，该器件具有自 适应的选择传输速率：１０／１００Ｍｂｐｓ；充分支持全双工交换式以太网；支持突发数 据传输；同步或异步工作方式；低功耗ＣＭＯＳ设计等特点。完全支持ＩＥＥＥ８０２．３ 标准，支持ＶＬＢＵＳ、ＥＩＳＡ以及ＩＳＡ等总线，内部集成有用于

１００ＢＡＳＥ．Ｔ／１０ＢＡＳＥ．Ｔ的以太网收发器。工作电压为３．３Ｖ，内部集成有８ＫＢ的

收发缓存（ＦＩＦＯ），具有完善的冲突检测和重传机制。对于传输帧而言，它提供了 自动填充和ＣＲＣ校验的功能，支持８位、１６位和３２位的数据宽度，有丰富的中 断控制功能，该芯片支持多种ＡＲＭ处理器，并且拥有完全独立的收发逻辑，其

总线时钟（ＬＣＬＫ）的最大频率为５０ＭＨＺ，工作在ＶＬＢｕｓ模式下，最小频率为 ８．３３ＭＨＺ，工作在ＥＩＳＡ模式下１１５】【…。

ＬＡＮ９１Ｃ１１１内部集成了物理层（ＰＨＹ）和数据链路层（ＭＡＣ），图３．１４是 ＬＡＮ９１Ｃ１１１以太网控制器的原理框架图１１７心Ｊ。

图３．１４ＬＡＮ９１Ｃ１１１以太网控制器的原理框架图

总线判决器（Ａｒｂｉｔｅｒ）用来监视以太网总线的数据交流情况，一旦发生阻塞，判决器一方面通过总线接口单元与外部ＣＰＵ联系；另一方面控制内存控制单元

（ＭＭＵ），实现总线数据协调。ＬＡＮ９１Ｃｌｌｌ内部８ＫＢ的ＲＡＭ为数据包的传输接 收提供缓冲，使全双工工作模式下数据传输率可达１０／１００Ｍｂｐｓ；ＭＭＵ把ＲＡＭ 分为２０４８ｂｙｔｅ的页。对于１００Ｍｂｐｓ来说，发送数据时，ＭＭＵ首先将处理器传来 的数据根据其大小为其在ＲＡＭ中分配若干页。在数据传送到ＲＡＭ时，数据包

嵌入式门禁系统硬件的设计与实现 的包号也在ＴＸＦＩＦＯ中排队，然后按照ＦＩＦＯ规则逐个将数据包传送到ＰＨＹ模块 进行４８５Ｂ编码，并经过扰频器整理后送到发送数据端，发送数据端将这个经过 扰频后的４ＢＳＢ数据包转变成三电平信号ＭＬＴ－３并加以驱动在双绞线上输出。接 收数据时，接收端把ＭＴＬ一３信号转换成内部的数字电平，然后转换数据恢复到 ＮＲＺ格式送到解扰频器整理后，再送到４８５Ｂ解码器解码。而以太网协议处理器 ＥＰＨ模块根据数据包的目标地址是否为本网卡的ＭＡＣ地址或广播地址或多播地 址来决定数据包的取舍。若地址匹配，ＭＭＵ为其在ＲＡＭ中开辟相应大小的空

间，并以中断的方式告知处理器。当数据包被取走后，ＭＭＵ释放此块内存【１７．２０ｌ。３．４．２以太网的原理图设计

倒３．１５ＬＡＮ９１Ｃ１１１以太网接口原理图

图３．１５是ＬＡＮ９１Ｃ１１１以太网接口原理图。由于电路中没有使用ＬＡＮ９１Ｃ１１１ 的ＭＩＩ接口，故与ＭＩＩ接口有关的１８个的引脚全部悬空。该电路工作在异步传 输方式下，故将与同步信号有关的引脚ＬＣＬＫ、ｎＲＤＹＲＴＮ、ｎＳＲＤＹ、ｎＣＹＣＬＥ、Ｗ／ｎＲ等设置为无效，将ＡＲＤＹ设置为有效。ｎＤＡＴＡＣＳ、ｎＶＬＢＵＳ是工作在３２ 位数据传输的情况下，而本接口是１６位数据传输，故不用；ｎＬＤＥＶ信号是ＡＥＮ 信号有效，并且Ａ４－Ａ１５地址信号被正确解码的确认信号，对于本设计来说不用； ｎＡＤＳ是地址锁存信号，可直接拉低。
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￥３Ｃ２４１０有３２位的外部数据总线，由于本设计使用１６位的ＩＳＡ总线方式，故将它的数据总线ＤＯ．Ｄ１５与ＬＡＮ９１Ｃ１１１的ＤＯ．Ｄ１５连接，其余的数据线悬空。由于数据总线是１６位的，故将￥３Ｃ２４１０的地址总线Ａ１－Ａ１５与ＬＡＮ９１Ｃｌｌｌ的 Ａ１．Ａ１５相连，Ａ０和Ａ１６．Ａ２６悬空不用。由于使用的是ＩＳＡ总线方式，故将ｎＢＥ２、ｎＢＥ３接高，ＩＳＡ总线中根据ｎＢＥ０、ｎＢＥｌ的值的设定来确定不同的数据访问方式，本设计是１６位的数据线访问方式，故应将ｎＢＥ［０：Ｉ］设定为［０，Ｏｌ。ＬＡＮ９１Ｃｌｌｌ的 异步读信号ｎＲＤ和写信号ｎＷＲ分别与￥３Ｃ２４１０的读信号和写信信号相连接，另 外ＬＡＮ９１Ｃ１１１的ＡＥＮ和ｎＧＣＳ２片选信号连接，以确定以太网部分的寻址空间 是从０ｘ１０００００００地址段开始。￥３Ｃ２４１０的复位信号ｎＲＥＳＥＴ经反向后与 ＬＡＮ９１Ｃ１１１的复位信号ＲＥＳＥＴ连接。ＬＡＮ９１Ｃ１１ｌＰＨＹ的ＲＢＡＩＳ必须接１１Ｋ的 电阻接地，以便ＰＨＹ能够正确地收发数据。ＴＧｌｌ０一Ｓ０５０Ｎ２是针对１０Ｍ／１００Ｍ的 以太网的变压滤波器。另外ＬＡＮ９１Ｃ１１１外接２５ＭＨｚ晶振。． 本设计采用中断方式收发数据，故将ＬＡＮ９１Ｃｌｌｌ的中断信号与￥３Ｃ２４１０的 外部中断ＥＩＮＴｌ７相连接。该以太网接口设计电路没有使用ＥＥＰＲＯＭ，故将引脚 ＥＮＥＥＰ接地。如果需要使用ＥＥＰＲＯＭ，将引脚ＥＮＥＥＰ拉高即可。

３．５ＵＳＢ的原理图设计

￥３Ｃ２４１０上有兼容ＵＳＢｌ．１标准的１个ＵＳＢ主设备接口和１个ＵＳＢ主设备 和从设备的复用接口，但不能满足嵌入式门禁控制器硬件设计要求，门禁控制器 要求用ＵＳＢ２．０标准。本设计选用ＩＳＰｌｌ６１ＢＤ作为ＵＳＢ芯片，电路原理图如图

３．１６所示。

按照ＩＳＰｌｌ６１ＢＤ的ｄａｔａｓｈｅｅｔ介绍连接好数据总线和地址总线，再外接１２ＭＨｚ 晶振和ＵＳＢ接口。为了提高硬件设计ＵＳＢ接口的稳定性和安全性，采用ＭＡＸｌ８２３ 芯片在ＵＳＢ的接口处采取过流保护措施，具体原理是，５Ｖ电源提供给ＭＡＸｌ８２３，然后由ＭＡＸｌ８２３提供给ＵＳＢ接口，当ＭＡＸｌ８２３监测到电流大于７２０ｍＡ的时 候，发送ＯＣ（过流）信号给ＩＳＰｌｌ６１ＢＤ，并关闭ＵＳＢ接口的５Ｖ电源。
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图３．１６ＵＳＢ接口的设计原理图
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嵌入式门禁控制器设计好后，下面就是设计门禁控制器外围相关的电路了。门禁系统的最前端数据采集一般都采用自动识别技术来实现的。目前的自动识别

技术主要包括条形码技术、磁条（卡）技术、ＩＣ卡识别技术、射频识别（ＲＦＩＤ）技术、语音识别技术、视觉识别技术、光学字符识别（ｏＣＲ）等，如图４．１所示

条形码识别技术

光学字符识别技术

生物识别技术自动识别技术

磁卡识别技术

接触式Ｉｃ卡识别技术

射频识别（ＲＦＩＤ）技术

图４．１自动识别技术图

４．１ＲＦＩＤ系统组成

技术的一种。一般来说，ＲＦＩＤ系统由射频标签（Ｔａｇ）、读写器（Ｒｅａｄｅｒ）和数据管理 系统三部分组成——在实际应用中【２”，还需要其他硬件和软件的支持，ＲＦＩＤ系统 组成结构如图４．２所示。

数ｎ好髓圈 据

管●●＿． 理 系 统 ＲＦＩＤ（ＲａｄｉｏＦｒｅｑｕｅｎｃｙＩｄｅｎｔｉｆｉｃａｔｉｏｎ）是无线射频识别，为非接触式自动识别

斟幽凶Ｕ一目面卤・回

图４．２ＲＦＩＤ系统组成结构图

其中射频标签由天线和芯片组成，每个芯片都含有唯一的识别码，一般保存

一卧恤困—高

有约定格式的电子数据，在实际的应用中，射频标签粘贴在待设别的物体的表面； 读写器是可非接触地读取和写入标签信息的设备，它通过网络与其他计算机系统 进行通信，从而完成对射频标签信息的获取、解码、识别和数据管理；数据管理 系统主要完成数据信息的存储和管理；并可以对标签进行读写控制。
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ＲＦＩＤ技术是利用无线电波或微波能量进行非接触双向通信，来识别和数据 交换功能的自动识别系统。其中射频标签与读写器之间通过耦合元件实现射频信 号的空间（非接触）耦合。在耦合通道内，根据时序关系，实现能量的传递和数据 的交换。

４．１．１射频标签

射频标签是ＲＦＩＤ系统的真正的数据载体。一般情况下，射频标签由标签天 线和标签专用芯片组成。每个标签具有唯一的电子编码，附着在物体目标对象上 标签相当于条形码技术中的条形码符号，用来存储需要识别和传输的信息。与条 形码不同的是，射频标签必须能够自动或在外力的作用下，把存储的信息主动发 射出去。射频标签可以做的很薄，而且是可编程的。射频标签内编写的程序可按 特殊的应用随时进行读取和改写。射频标签可以存储一些相关人员的数据信息，这些人的信息可依据需要分别进行管理，并可随不同的需要制作新标签。射频标 签中的内容被改写的同时，也可以永久锁死保护起来。

依据射频标签供电方式的不同，射频标签可以分为有源射频标签和无源射频 标签。有源射频标签内装有电池，无源射频标签内部没有电池。从功能方面来分，可将射频标签分为４种：只读标签、可重写标签、带微处理器标签和配有传感器 的标签。按调制方式分，射频标签还可分为主动式标签和被动式标签。主动式标 签用自身的射频能量主动地发送能量给读写器，主要用于有障碍物的情况下；被 动式标签使用调制散射方式发射数据，它必须利用读写器的载波来调制自己的信 号，特别适用于门禁考勤或交通管理领域。４．１．２读卡器

读卡器是负责读取或写入标签信息的设备，读写器可以是单独的整体，也可 以作为部件嵌入到其他系统中。它可以单独实现数据读写、显示和处理等功能，也可以与计算机或其他系统进行联合，完成对射频标签的操作。根据支持的标签 类型不同与完成的功能不同，读写器的复杂程度是不同的。读写器基本的功能就 是提供与射频标签进行数据传输的途径。有些读卡器还可提供相当复杂的信号状 态控制、奇偶错误校验与更正功能等，因而射频标签中除了存储需要传输的信息 外，还必须包含有一定的附加信息，如错误校验信息等。

典型的读写器包含有控制模块、射频模块、接口模块以及读写器天线。此外

许多读写器还有附加的接Ｈ（ＲＳ２３２、ＲＳ４８５、以太网接１２１等），以便将所获得的数 据传送给应用系统或从应用系统中接受命令。
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一旦到达读写器的信息被正确地接受和解码后，读写器通过特定的算法决定 是否需要发射机对信号进行重发，或者指示发射器停止发信号，这也是命令响应

协议。

（１）读卡器应具有的主要功能：

（ａ）读写器与标签之间的通信功能：在规定的技术条件下，读写器与射频标签 之间可以通信。

（ｂ）读写器与计算机之间可以通过标准接Ｃ１（ＲＳ４８５）进行通信：读写器可以通 过标准接口与计算机网络连接，并提供相关信息（包括读写器的识别码、读写器识 读标签的时间和读写器读出的标签信息），以实现多读写器在系统网络中的运行。

（ｃ）读写器适用于固定和移动标签的识读。（ｄ）读写器能够校验读写过程中的错误信息。

（ｅ）对于有源标签，读卡器能够标识电池相关信息（如电量等）。（２）读卡器的主要特征包括：

（ａ）协议和频率的抽象：在物理的标签技术中，包括载波频率和通信协议，必 须抽象出来，网络设备和读卡器的通信与这些物理传输机制无关，即读卡器必须 兼容最通用通信协议，单一的读卡器必须能够和所有的标签进行通信。

（ｂ）适应性：读卡器的空中接口和网络界面可以根据通信量进行改变，以适应 不同的通信速率。

（ｃ）易于扩展：读卡器在现有的网络结构中必须做到非常容易安装。

（ｄ）易于维护：通过组织成员的控制信息，读卡器能够被远程维护，这样就不 需要分散地维护系统了。

４．１．３数据管理系统

数据管理系统主要完成数据信息的存储、管理以及对射频标签进行读写控制，数据管理系统可以是市面上现有的各种大小不一的数据库或供应链系统，用户还 能够买到面向特定行业的、高度专业化的库存管理数据库，或者把ＲＦＩＤ系统作 为这个智能系统的一部分。写入数据一般来说是离线完成，也就是预先在标签中 写入数据，等开始应用时直接把标签粘附在被标识物体上。也有一些ＲＦＩＤ应用 系统，写数据是在线完成的，尤其是在生产环境中将信息作为交互式便携数据文 件来处理时。第三章设计的嵌入式门禁控制器就是ＲＦＩＤ系统中的数据管理系统，详细的介绍见第三章。从ＲＦＩＤ的组成图中很容易看出读卡器主要由天线、射频模块、控制模块和 接口模块组成。下面就读卡器的电路设计，详细介绍一下射频模块和控制模块。４．２．１射频模块

本设计选用的读卡器芯片是ＴＩ公司的￥６７００多协议收发芯片

ＲＩ．Ｒ６Ｃ．００１Ａ［２２１１２”，控制芯片选的是ＡＴ８９Ｃ５２，ＡＴ８９Ｃ５２是常用的单片机芯片就 不对它做详细地介绍了，主要还是介绍一下ＲＩ．Ｒ６Ｃ．００１Ａ。ＲＩ—Ｒ６Ｃ．００１Ａ能够支

持的协议包括：Ｔａｇ．ｉｔ协议、ＩＳＯ／ＩＥＣｌ５６９３［２４Ｊ、ＩＳＯ／ＩＥＣｌ４４４３［２５１等。它从功能上 划分由发送器、接收器、电源供应部分、参考时钟和内部振荡器、默认的复位设 置和电源管理、串行通信接口等几部分组成。芯片５Ｖ供电，内部封装有发送编

码器、调制器和接收器、解调器。典型发送功率２００ｍＷ，有ＩＤＬＥ、ＰＯＷＥＲＤＯＷＮ、ＦＵＬＬＰＯｗＥＲ三种电源管理功能。它提供给用户数字接口，信号线为ＤＩＮ、ＤＯＵＴ

和ＳＣＬＫ，通过这三根线可完成与控制模块之间的数据传输。ＲＩ．Ｒ６Ｃ一００１Ａ被用 来同天线和控制模块连接起来共同使用，外部无需任何器件进行直流转换和射频

滤波、调制解调、电流检测、电源供电解耦。图４．３是Ｒ６Ｃ内部结构框图【２６】。

发射信道首先对ＤＩＮ、ＳＣＬＯＣＫ的数据解码，经过深度调节，再进行功率放

大和低通滤波器后输出；接收信道对接收数据进行检波，得到４２３／４８４／８４８ＫＨ ｚ 的信号，经解码后输出ＤＯＵＴ和ＭＥＲＲ。由于ＲＩ．Ｒ６Ｃ．００１Ａ通过ＴＸ．ＯＵＴ向外 发送数据的时序与控制器向ＲＩ．Ｒ６Ｃ．００１Ａ发送数据的时序完全不同，因此为了保 证射频传输中时序的转换，在芯片内部有一个１６ｂｉｔ的ＦＩＦＯ输入缓冲器。接收部 分通过一个电阻与天线相连，从标签来的调制信号运用包络检波法对其解调，接

——

压卜酗４２３／４８４，／８压狂乎ｈＬ亡

垣ＨＩ医４８１３寸兰兰习ｋＨＥｚ｜ｌ
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４．２读卡器电路设计

解调、滤渡

Ｉ≈ｌ‟，Ｉ

图４．３Ｒ６Ｃ内部结构图
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收部分的解码器把解码后的数据直接送给控制器。表４．１是ＲＩ．Ｒ６Ｃ．００１Ａ管脚说

明口７】【２羽。

表４．１ＲＩ．Ｒ６Ｃ－００１Ａ管脚说明

管脚功能

ＶＤＤ．ＴＸ发射器电源端

ＴＸ．ＯＵＴ连接晶体管漏级输出Ｒ．ＭＯＤ外部电阻设置调制度深度 ＶＳＳ．１Ｘ发射器接地端

Ｘ１．ＡＬｌ晶体振荡器１脚，接１３．５６ＭＨｚＸＴＡＬ２晶体振荡器２脚，接１３．５６ＭＨｚＶＳＳ．ＤＩＧ数字接地端

ＸＴＡＬＣＬＫ晶体振荡器缓冲端

ＮＣ不接

ＤＯＵＴ串行通信数据输出端ＶＤＤ．ＤＩＧ数字电源端ＤＩＮ串行通信数据输入端ＭＥＲＲ曼彻斯特协议错误标志

ＶＤＤ．ＲＸ接收器电源端 ＳＣＬＯＣＫ串行通信时钟ＶＳＳ－ＲＸ接收器接地端ＲＸ．ＩＮ接收器输入端

芯片对需要发送的数据用外部可调节的幅度引脚Ｒ．ＭＯＤ对其进行控制，通 过对外接电阻的不同，发送数据的调制深度可以不同，具体调制深度变化条件如

表４．２１２９１。

表４．２调制深度变化条件说明

调制深度％电阻值（欧姆）说明

１０１２最小的调制深度２０１８推荐的调制深度３０２５最大的调制深度

读卡器的部分电路原理图如图４．４所示。
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图４．４读卡器部分电路原理图

ＲＩ．Ｒ６Ｃ．００１Ａ芯片的外围电路主要分为电源滤波、接收、发射、与ＡＴ８９Ｃ５２接 Ｃ１４个部分。发射信号、接收信号、数字信号有各自独立的电源和地。在ＲＩ—Ｒ６Ｃ．００１Ａ 应用电路中，外部晶振是１３．５６ＭＨｚ，芯片的发射引脚ＴＸＯＵＴ内部直接接到一个 ＭＯＳＦＥＴ的漏极，调制好的信号经此引脚输出。首先经过一个ＬＣ网络将信号谐振 放大，然后经过一个Ｔ形网络进行通带的选择与阻抗的匹配，最后输出到匹配阻抗

为５０Ｑ的天线上。在外围电路图中，此Ｔ形网络由Ｌ４、Ｌ５、Ｌ６、Ｃ６７、Ｃ６８构成，通带的中心频率应在１３．５６ＭＨｚ附近。接收通过一个２．２ｋ．Ｏ的电阻直接与到天线的 输出端相连。２．２ｋＱ电阻主要起保护作用，以避免发射信号电压过大对芯片接收引

脚造成损坏。信号进入芯片的接收引脚（ＩⅨＩＮ）后，经过芯片内部的二极管包络滤

波器进行解调。４．２．２控制模块

控制芯片选的是ＡＴ８９Ｃ５２，ＡＴ８９Ｃ５２是常用的单片机芯片就不对它做详细地 介绍了。下面主要介绍控制模块与射频模块的电路连接，以及控制模块如何将数 据传输给数据处理系统ｆ３０ｌ。连接电路如图４．５所示。
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图４．５控制模块和射频模块接口图

读卡芯片ＲＩ－Ｒ６Ｃ．００１Ａ与读卡控制芯片ＡＴ８９Ｃ５２之间的通信主要通过三根连 线实现。分别是：ＳＣＬＯＣＫ、ＤＩＮ和ＤＯＵＴ，分别代表时钟线、数据输入和数据输 出线。时钟是双向的，发送数据时由ＡＴ８９Ｃ５２控制，接收数据时由芯片控制，在时 钟的上升沿锁存数据。ＤＯＵＴ除了在接收数据期间有把接收到的数据输出给

ＡＴ８９Ｃ５２的功能外，还用来表征ＲＩ．Ｒ６Ｃ．００１Ａ内部ＦＩＦＯ的情况，ＤＯＵＴ内部下拉，平时为低电平。输入数据过程中，当ＲＩ．Ｒ６Ｃ一００１Ａ的１６位ＦＩＦＯ寄存器满时，ＤＯＵＴ 线会自动跳变为高电平，直至ｉ］ＦＩＦＯ寄存器空，ＤＯＵＴ线又会跳变为低电平。在软 件设计时微处理器每发一位数据都要检测ＤＯＵＴ的状态。在ＤＯＵＴ为高电平期间，输入数据无效［３４－－３６］。我们用软件模拟ＡＴ８９Ｃ５２端的ＳＣＬＯＣＫ时钟来实现数据的同 步传输。Ｍ．ＥＲＲ这根线是用来检测接收到的射频卡中的数据是否发生错误，若有 错误此引脚变为高电平。在软件上用端口扫描的方式来判别是否有数据错误发生。

考虑到门禁的特殊性，门锁和门禁控制器距离相对较远，所以从读卡器到门 禁控制器之间采用ＲＳ４８５方式传输。采用ＲＳ４８５的优点有：

（１）ＲＳ４８５接口采用平衡驱动器和差分接收器的组合，抗共模干扰能力强，即 抗噪声干扰性好。

（２）ＲＳ４８５的数据最高传输速率为１０Ｍｂｐｓ。最重要的一点就是ＲＳ４８５接Ｅ１的最大传输距离标准值为４０００英尺，（３）实际 上可达３０００米。这个距离在物理安装上满足读卡器与门禁控制器是绰绰有余了。由于读卡器控制芯片ＡＴ８９Ｃ５２和门禁控制芯片￥３Ｃ２４１０没有ＲＳ４８５的专用 集成接口，故要进行转换。ＡＴ８９Ｃ５２和￥３Ｃ２４１０的ＵＡＲＴ接口分别接两个ＲＳ４８５ 转换芯片，本设计采用的转换芯片是ＭＡＸ３４８８，然后两个转换芯片之间交叉互 连就可以了，详细介绍见第三章３．１．５。

４．２．３读卡器的工作原理

Ｐ

１．４目ＤＩＮ习

（１）－１－作过程

ＲＩ．Ｒ６Ｃ．００１Ａ芯片通过发射天线发送１３．５６ＭＨｚ的射频信号，当射频标签进 入发射天线工作区域时会产生感应电流，射频标签把感应电流能量存储在电容中 作电源使用，控制器发出发送数据的指令，存储器中的数据经过编码器和调制器

嵌入式门禁系统硬件的设计与实现

处理把信息送到天线上发送出去（这个过程是把数字信号转化成模拟信号）；

ＲＩ—Ｒ６Ｃ一００１Ａ芯片天线接受到从射频标签天线上发送出来的信息，它们之间的通 信采用的是ＩＳ０１４４４３协议，然后把收到的信息送给ＲＩ—Ｒ６Ｃ．００１Ａ芯片的解调、滤波模块，接着在通过ＲＩ．Ｒ６Ｃ．００１Ａ芯片的接受解码模块送到ＤＯＵＴ口（这个过 程是把模拟信号转化成数字信号）。

最后把信息送到读卡器的控制模块ＡＴ８９Ｃ５２中，经过处理后，用ＲＳ４８５传 输方式传送给门禁控制器，这就完成了读卡器的读卡过程。然后门禁控制器根据 传输来的信息与数据库里的信息进行比对，做出处理指令。这时外围电路根据指 令做出响应。详细的工作过程将在下一节介绍。

（２）数据流和接口

ＲＦＩＤ系统中的数据流向和各部分之间的接口如图４．６所示。

图４．６数据流和接口图

这是读卡的主要工作原理。按钮、门磁、防拆的工作原理也于读卡的工作原 理相类似。

４．３响应电路和其他数据采集电路设计

４．３．１门锁控制电路

上面的设计已经使数据从射频卡上传输到嵌入式门禁控制器，门禁控制器通 过应用软件会做出处理指令，当处理指令是开门时，门锁控制电路就会开门。门 锁控制信号电路如图４．７所示。

嵌入式门禁控制器做出开门或关门命令时（比如处理读卡的信息后要开门），就会通过改变ＧＰＩＯ的高低电平来控制三极管Ｑ３的通断，也就是控制了继电器

ＲｅｌａｙＳＰＤＴ的电流通断，而继电器电流的通断则控制着电锁的开门或关门状态（本 次设计的电锁一端接在ＮＣＩ上，另一段接在１２Ｖ的地端），这样就实现了ＲＦＩＤ系

统的功能。

第四章ＲＦＩＤ电路设计

图４．７门锁控制信号电路图

关于门锁控制电路的说明：

（１）ＨＣＦ４０１０６ＢＭｌ是施密特触发器，它的作用是对ＧＰＩＯ输出的波形进行整 形以免波形失真造成误开门。

（２）Ｒ１４２起限压作用，防止三极管Ｑ３被击穿损坏。

（３）肖特基二极管１Ｎ４００７的作用是导走Ｑ３的集电极的电流，以免电荷积累 过多损坏Ｑ３。

（４）ＪＰ３跳线的１端接板内１２Ｖ电源，３端接板外的１２Ｖ电源，这样设计是为

了以后灵活供电。

（５）Ｎ０１和ｐｏｗｅｒｌ是为了接另一种电子锁准备的接口，这样就可以接多种的 电锁，为以后的应用提供方便。

报警电路与门锁控制电路几乎完全相同，只不过是门锁控制电路外接电子锁，而报警电路接报警器。４．３．２其他数据采集电路

射频卡的数据采集是用的读卡器，其他的数据采集，如门磁、按钮、防拆，采用的外围电路直接采集的。下面以防拆为例介绍电路原理。防拆数据采集电路 如图４．８所示。

嵌入式门禁系统硬件的设计与实现

图４．８防拆数据采集电路图

防拆电路的设计思想是：ＶＣＣ通过一个电阻和导线形成一个回路，导线布满 防区，在电路图中就是ＶＣＣ、Ｒ１０和Ｒ２６，其中Ｒ２６是导线等效电阻。正常条件 下，导线的等效阻值等于平衡电阻值。窗式双限比较器设定一个电压范围，比较 器的４、７脚的电压在这个范围时，比较器输出高电平，ＡＮＴＩＤＥＳｌ送给门禁控 制器ＧＰＩＯ的是高电平，这时候不触发报警。在导线处于断路或者短路的条件下，比较器的４、７脚的电压就高于或者低于设定的电压范围，比较器输出低电平，ＡＮＴＩＤＥＳｌ送给门禁控制器ＧＰＩＯ的是低电平，这时候通过应用软件触发报警。

按钮电路和门磁电路与防拆电路的设计思想是相同的，就不对它们进行详细 的介绍了。

**第三篇：一种基于MODBUS的嵌入式人机界面的设计与实现 电子技术**
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一种基于MODBUS的嵌入式人机界面的设计与实现

错误检测主程序 \">

现场总线是一种用于底层工业控制和测量仪表之间的总线，人机界面设备就是作为现场总线中，控制器和操作者之间的通信员它可以完成现场控制器与操作者之间数据的接收和发送。本设计使用Atmel单片机89C52作为主要控制芯片，用以东芝丁6963C为控制芯片的128＊64液晶比O作为显示界面，采用工业标准通信协议MOOBUS作为数据信息交互的介质，主要功能是完成对工业网络中现场控制器数据的采集显示，根据需要设定数据并发送到现场控制器完成控制任务，实现人机之间控制信息的交互传送。文章分别介绍了硬件设计电路和软件的设计过程，并介绍了一种好用和简单的MOOBUS从设备调试工具 Modbus slave。

系统硬件电路框图如图2。

电路部分十分简单，包括看门狗电路、4个按键的直接连接、程序扩展电路、RS232电平转换部分、液晶点阵连接部分。

MAX7OS的功能是：上电复位程序监视。89C52正常工作，执行喂狗程序时，不断从P17输出脉冲信号至MAX705的WDI脚，当单片机程序跑飞后，Pl.7不再输出脉冲信号MAX705的WDI脚在1.6S内收不到脉冲信号，将在MAX70S的RESTE端产生高电平，产生复位信号，将单片机复位，迫使程序复位到入口处。

针对AT89C52硬件资源比较丰富，考虑采用直接方式设计键盘电路，而且可以简化电路。键盘采用4个开关直接控制。开关的一段通过电阻连接电源和 欢迎到访我的豆丁主页：http://www.feisuxs/hechaoscut(文档精灵)本文格式为WORD，能编辑和复制，感谢您的阅读。

AT89C52的P10～P13管脚，而另一端接地。由于P10～P13是低电平工作，当不同的开关接通时，根据采集到不同端口是高还是低电平，来执行相应的按键子程序。

考虑到使用LCD具有较强的表现能力和丰富的表现方式，所以扩展了32K的EPROM27256。是为实现产品升级，完成丰富菜单，强大功能，表现动画准备的。

128＊64液晶显示器LCO采用直接访问方式，直接访问方式是把内置T6963C控制器的液晶显示模块作为存储器或I/O设备直接挂在单片机的总线上。模块的数据线接单片机的数据总线上，片选及寄存器选择信号线由单片机的地址总线提供，读和写操作由单片机的读写操作信号控制。按口电路如图2所示，在图中使用了地址线AS作为模块的寄存器选择线C/D，使用地址线A15作为模块操作的片选线；模块的VO端所接的电位器是作为液晶驱动电源的调节器，调节显示的对比度。使用该种连接方式，不用考虑T6963C的时序图，不用对LCD的管脚进行单独的操作来满足时序，就像读写外部RAM一样，笔者认为比采用要在程序中实现时序的间接访问连接方式方便。

考虑到在常温下，LCD的额定电流为0。4ma所需的功率很小，再加上RS232串口集成电路MAX232有两路发送器、两路转换器，使用其中一套完成电平转换用来通信，另一套正好用来产生-10V，该电压由MAX232的14端供LCD显示画面使用。

下面介绍软件部分，主要完成一下功能按键的查询和响应、画面的显示和刷新通过MOOBUS协议完成数据的接收和传输通信。

软件结构清晰，按模块分为三大块主程序部分、T0定时中断、串口中断部分。

（1）主程序部分

主程序流程图如图3所示，主要完成一些初始参数的设定，其中LCD的初始化包括：液晶屏的尺寸光标的位置和形状等这部分程序在购买LCD时厂家会附带的，根据需要修改一下即可满足要求；还有就是将需要显示的汉字进行编码。定时器使用的是T0选择方式1，采用50ms中断查询按键，考虑到还有串口中断，使用了默认的中断优先级，即T0中断高于串口中断。这种安排已通过试验调试。在等待中断部分安排了循环执行喂狗程序目的是在程序正常执行时起到看门狗的作用，在等待中断过程中系统又不认为是死机。
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main: Icall clearmemory;清内存 Icall initlcd;初始化Icd mov sp,#stackpointer;堆栈为65h mov tmod.#21h:t0方式1，t1方式2 mov radixcursor.#10h mov currentpagenumber,#01h;指定初始 页号为1 mov page number,currehtpagenumber setb es setb ea mov th1,#Ofdh;设定波特率9600bps mov tl1.#Ofdh setb tr1;启动定时器t1 mov scoh.#Od0h mov 2ch,用来辅助发送 mov 2bh.#10h Icall setuptimer0;初始化定时器t0,并启动t0 setb ren Icall chaxuhsj;发送查询命令 Icall showpage;显示页面 dieloop: 欢迎到访我的豆丁主页：http://www.feisuxs/hechaoscut(文档精灵)本文格式为WORD，能编辑和复制，感谢您的阅读。

nop Icall feeddog;执行喂狗程序

jmp dieloop;循环等待中断

（2）T0定时中断部分

流程图如图4所示，这部分主要功能是完成按键的查询，并转去执行相应的子程序本系统中一共有四个编程键，依次可实现修改数据、增加值、减少值和翻页功能。当我们按下修改键后（即光标被激活）修改键可以用来移动光标位置此时按增加键和减少键可以分别增加和减少数值。其中翻页键是一个复用键如果直接按翻页键（不激活光标），那么它的功能就是在不同的页面之间切换，并从现场收集各页数据并显示到LCD上：而当光标处在被激活状态下时，按下翻页键就可以向现场控制器（如DSP）发送数据达到控制目的这种一键复用的设计，在电子商品中特别常见通过软件的设计减少了按键的数量，是一个比较有实际价值的设计已被广泛使用。键盘采用50ms定时中断设计，一般人手按键的起落时差远大于50ms所以可以满足设计要求而且在后面软件部分进行了去抖动，等待按键抬起功能的设计。timer0int: pushdph pushdpl pushacc pushpsw movthi0。#4bh 欢迎到访我的豆丁主页：http://www.feisuxs/hechaoscut(文档精灵)本文格式为WORD，能编辑和复制，感谢您的阅读。

movtl0。#Dfdh clrtr0;关定时器

movp1,＃Offh;置p1口为输入状态

mova,p1;读按键

epla anda,#00001111b;屏蔽高4位

jzgoret00;无键按下

movpgbkey,a Icalldelay;有键按下delay10ms去抖动

Icallwait;等待按键抬起

Icallseankey;转去执行相应的按键子程序

goret00: setbtr0;开定时器

poppsw popacc popdpl popdph ren（3）串口中断部分

这部分的主要功能是通过MODBUS协议完成数据的查询和发送。先对MODBUS做个简单的介绍该协议通信使用主从技术，即仅主设备能初始化传输（查询）其它设备（从设备），根据主设备查询提供的数据作出相应反应。按传输模式分为ASCII和RTU方式。本设计采用RTU方式。这种方式的主要优点是：在同样的波特率下，可比ASCII方式传送更多的数据。每个消息必须以连续流的方式传输。

MODBUS协议建立了主设备查询的格式设备地址、功能代码、所有要发送的数据、错误检测域从设备回应消息也由MODBUS协议构成，包括确认要行动的域、任何要返回的数据和错误检测域。如果在消息接收过程中发生错误或从设备不能执行其命令，从设备将建立错误消息并把它作为回应发送出去。

查询查询消息中的功能代码告之被选中的从设备要执行何种功能数据段包含了从设备要执行功能的任何附加信息例如功能代码03是要求从设备读保持寄存器并返回它们的内容。数据段必须包含要告之从设备的信息：从何寄存器开始读及要读的寄存器数量错误检测域为从设备提供了一种验证消息内容是否正确的方法。

回应：如果从设备产生正常的回应，在回应消息中的功能代码是在查询消息中的功能代码的回应数据段包括了从设备收集的数据：像寄存器值或状态。如果有错误发生功能代码将被修改以用于指出回应消息是错误的，同时数据段包含了描述此错误信息的代码。

举一个关于功能码03H的例子。

主站询问报文格式：

从站应答格式：
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push dph push dpl push acc push psw jbc ri, receive Icall chaxunsj;发送查询命令

sjmp return receive: mov r0 ,2bh;指定用来存接收数据的地址指针

mov a,sbufall clr riall mov @r0 ,a inc 2bh mov a,2bh Icall crc;进行crc校验

Icall showpage return: pop psw pop acc pop dpl pop dph reti
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笔者使用了Modbusslave软件仿真下位机，模拟MOD-BUS的从设备。通过该软件，用所设计人机界面可以读取具体设备的具体各类寄存器的数据，同样可以写数据到指定设备中指定的各类寄存器中，这样就完成了数据的接收和传送。

重要提示: 文档由由 文档精灵 上传，但版权归原作者所有。涉及版权问题请联系原作者。

**第四篇：基于ARM-Linux的嵌入式HTTPS服务器与实现.**

基于ARM-Linux的嵌入式HTTPS服务器与实现

随着计算机技术和微电子技术的发展,嵌入式系统在工业控制、信息家电、通信设备、智能仪器等领域得到了越来越广泛的应用。在这些领域,网络化、信息化的要求也随着Internet的迅猛发展而逐渐突出,越来越多的嵌入式设备有接入网络实现远程控制的需求,其基本的方法是在嵌入式设备上实现HTTP服务器,通过万维网在客户端用浏览器对设备进行访问。同时,这种方法不可避免地带来互联网上的安全问题,而HTTPS(安全超文本传输协议)是由Netscape公司提出的以SSL(安全套接层)为基础的安全HTTP方法,因此构建嵌入式HTTPS服务器,将有效地为嵌入式设备的网络化提供安全保障。本文对HTTP传输协议和SSL安全协议以及基于ARM的嵌入式技术等关键技术进行了深入的研究。首先分析了HTTPS这个安全传输设施的实现方法,即在标准的TCP/IP参考模型中在HTTP标准协议层和下面的TCP/IP传输协议层之间额外附加一层SSL安全层,紧接着对基于请求／响应模式的HTTP协议的信息交换的基本过程和SSL握手协议的安全加密的详细过程进行了分析与研究。然后,设计了系统的整体架构,硬件采用了应用广泛的32位ARM920T处理器S3C2410,操作系统采用了开源的嵌入式Linux操作系统,应用层的实现以Linux系统调用和OpenSSL开源库为基础。其次,建立了HTTPS服务器的支撑环境,在宿主机上通过Vmware虚拟机技术建立了Linux操作系统并通过一系列的服务配置建立起交叉编译环境；在硬件平台上烧写了系统引导程序bootloader，并以此为基础进行了嵌入式Linux和根文件系统的配置、编译和移植。最后,在深入研究了相关理论后,设计了服务器的基本结构和功能模块,在利用Linux的系统调用和OpenSSL API的基础上,使用C语言实现了基于ARM-Linux的嵌入式HTTPS服务器。实验结果表明,该服务器实现了与客户端浏览器的HTTPS的交互过程,能正确解析浏览器发出的HTTP请求,并根据请求资源和请求方法的不同做出不同的响应,返回给浏览器静态资源或者CGI程序的处理结果。同主题文章

【关键词相关文档搜索】： 信号与信息处理;ARM;Linux;HTTP;SSL 【作者相关信息搜索】： 武汉理工大学;信号与信息处理;王虹;戴帅;

**第五篇：嵌入式远程视频采集系统的设计与实现(基于S3C2410)**

嵌入式远程视频采集系统的设计与实现(基于S3C2410)

发 布 时 间 : 2024-11-19 来 源 : 中电网 作 者 : 张永强,赵永勇,李崇德 浏 览 :
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多媒体通信技术的发展为信息的获取和传输提供了丰富的手段，视频采集是其中不可缺少的重要组成部分，该系统基于S3C2410的ARM9芯片和嵌入式Linux操作系统，采用USB摄像头捕捉视频，经MPEG-4算法压缩编码，系统直接与网络相连，用户使用标准的网络浏览器和流媒体播放程序即可查看远程视频影像。硬件系统

系统硬件平台选用基于ARM9架构嵌入式芯片S3C2410，稳定工作在202MHz主频，板载64MB SDRAM 64MB FLASH，主板资源包括：主USB口、从USB口、10M/100M以太网口，触摸屏、彩色LCD、键盘、8个用户自定义LED数码管，A/D，RTC电路,2个串口、1个JTAG通用接口，音频模块，支持MPEG4，MP3编解码，3个168PIN的扩展插座，32位的数据总线，保留充分扩展空间。

其中标配模块包括：IC卡+PS2模块、IDE硬盘+CF卡模块、PCMCIA+SD/MMC模块。另外可选配模块有：GPS模块，GPRS模块，FPGA模块，CAN+AD+DA模块、红外模块、蓝牙模块、摄像头模块。软件系统

2.1 内核配置与USB摄像头驱动

假定已经搭建好嵌入式Linux的开发环境，下面第一步工作就是USB摄像头的安装与驱动。首先检查Linux Kernel中是否已经添加了USB模块的支持，并且加入Video4Linux支持。

Multimedia devices→Video For Linux

Video For Linux→[\*]V4L information in proc filesystem

在主菜单的USB Support下还有各种摄像头的驱动，选中将要使用的摄像头芯片类型。

USB OV511 Camera supportUSB SE401 Camera supportUSB 3com HomeConnect(akavicam)support 在USB摄像头选购时，优先考虑Linux内核公开支持的摄像头芯片，不然要额外编写相应的USB摄像头驱动程序，然后进行编译、安装。在此选用网眼公司的V3000产品，他采用了OV511的芯片。

确定USB摄像头被正常驱动后，下一步就是使用Video4Linux提供的API函数集来编写视频采集程序。

2.2 基于V4L设计的视频采集模块

在Linux下，所有外设都被看成是一种特殊的文件，称为设备文件。系统调用是内核和应用程序之间的接口，而设备驱动程序则是内核和外设之间的接口。他完成设备的初始化和释放、对设备文件的各种操作和中断处理等功能，为应用程序屏蔽了外设硬件的细节，使得应用程序可以像普通文件一样对外设进行操作。

Linux系统中的视频子系统Video4Linux为视频应用程序提供了一套统一的API，视频应用程序通过标准的系统调用即可操作各种不同的视频捕获设备。Video4Linux向虚拟文件系统注册视频设备文件，应用程序通过操作视频设备文件实现对视频设备的访问。

Linux下与Video4Linux相关设备及用途如表1所示。

这里主要针对设备文件/dev/video进行视频捕捉方面的程序设计。

Linux下视频采集流程如图2所示。

其中用到的主要函数有：

Camera\_open()：用来开启视频设备文件，使用前需要首先声明一个video\_device类型的设备文件。

Camera\_get\_capability()：通过调用ioctl()函数取得设备文件的相关信息，并存放到video\_capability结构里。

Camera\_get\_picture()：通过调用ioctl()函数取得图像的相关信息，并且存放到video\_picture结构里。

Camera\_close()：用来关闭设备文件。Camera\_grab\_image()：用来抓取图像，采用mmap方式，直接将设备文件/dev/video0映射到内存，加速文件I/O操作，还可以使多个线程共享数据。

剩下的还有设备初始化、参数设备等相关函数，不再详述。

2.3 视频压缩编码模块

获取图像数据后，可以直接输出到FrameBuffer进行显示，由于本系统要将采集到的视频影响通过网络传输出去，所以在传输之前要对原始的图像数据进行压缩编码，在此选用MPEG-4视频编解码方案。和其他标准相比，MPEG-4压缩比更高，节省存储空间，图像质量更好，特别适合在低带宽条件下传输视频，并能保持图像的质量。

MPEG-4中基于对象的视频编码过程可以分为3步进行：

(1)从原始视频流中分割视频对象。

(2)对视频对象进行编码，对不同视频对象的运动信息、形状信息、纹理信息分配不同的码字。对输入的任意形状的VOP序列，用基于块的混合编码技术编码，处理顺序是先IVOP后PVOP，BVOP。在对VOP的形状信息编码后，取得任意形状VOP的采样，每个VOP划分为不相交的宏块，每个宏块含有4个8×8象素块进行运动补偿以及纹理编码，已编码的VOP帧保存在帧存中，在当前VOP帧和已编码VOP帧之间的计算运动矢量;对将编码的块和宏块，计算他们的运动补偿预测误差;运动补偿预测后的IVOP及误差用8×8块DCT变换，并进行DCT系数的量化，然后是游程编码和熵编码。

(3)对各个视频对象的码流进行复合，每个视频对象的形状、运动纹理信息复合成VOL比特流，各视频对象视频流复合成统一的码流输出。对视频流进行压缩编码以后，接下来就要实现网络传输部分的功能。

2.4 JRTPLIB网络传输模块

流媒体指的是在网络中使用流技术传输的连续时基媒体，RTP是目前解决流媒体实时传输问题的好办法，JRTPLIB是一个面向对象的RTP库，他完全遵循RFC1889设计，下面讲述如何在Linux平台上运用RTP协议进行实时流媒体编程。

2.4.1 初始化 在使用JRTPLIB进行实时流媒体数据传输之前，首先应该生成RTPSession类的一个实例来表示此次RTP会话，然后调用Create()方法来对其进行初始化操作。RTPSession类的Create()方法只有一个参数，用来指明此次RTP会话所采用的端口号。

2.4.2 数据发送

当RTP会话成功建立起来之后，接下来就可以开始进行流媒体数据的实时传输了。首先需要设置好数据发送的目标地址，RTP协议允许同一会话存在多个目标地址，这可以通过调用RTPSession类的AddDestination()、DeleteDestination()和ClearDestinations()方法来完成。目标地址全部指定之后，接着就可以调用RTPSession类的SendPacket()方法，向所有的目标地址发送流媒体数据。

2.4.3 数据接收

对于流媒体数据的接收端，首先需要调用PollData()方法来接收发送过来的RTP或者RTCP数据报。由于同一个RTP会话中允许有多个参与者(源)，因此既可以通过调用GotoFirstSource()和GotoNextSource()方法来遍历所有的源，也可以通过调用GotoFisstSourceWithDat()和GotoNextSourceWithData()方法来遍历那些携带有数据的源。在从RTP会话中检测出有效的数据源之后，接下去就可以调用RTPSession类的GetNextPacket()方法从中抽取RTP数据报，当接收到的RTP数据报处理完之后，要及时释放。

JRTPLIB为RTP数据报定义了3种接收模块，通过调用RTPSession类的SetReceiveMode()方法可以设置下列这些接收模式：

RECEIVEMODE\_ALL：缺省的接收模式，所有到达的RTP数据报都将被接受;RECEIVEMODE\_IGNORESOME：除了某些特定的发送者之外，所有到达的RTP数据报都将被接受，而被拒绝的发送者列表可以通过调用AddToIgnoreList()，DeleteFromIgnoreList()和ClearIgnoreList()方法来进行设置;RECEIVEMODE\_ACCEPTSOME：除了某些特定的发送者之外，所有到达的RTP数据报都将被拒绝，而被接受的发送者列表可以通过调用AddToAcceptList()，DeleteFromAcceptList和ClearAcceptList()方法来进行设置。

2.4.4 控制信息 JRTPLIB是一个高度封装后的RTP库，只要PollData()或者SendPacket()方法被成功调用，JRTPLIB就能够自动对达到的RTCP数据报进行处理，并且还会需在要的时候发送RTCP数据报，从而能够确保整个RTP会话过程的正确性。

在本系统中，使用RTPSession JRTPLIB类库提供的方法来实现底层的RTP/RTCP操作，并且把他封装在CrtpTransmitter类中，该类从Media Sink类继承而来，接收到相应的媒体帧数据，使用RTPSession类库的操作把数据发送到网络上。结语

本系统基于S3C2410平台和Linux操作系统，利用Video4Linux设计采集程序，使用MPEG-4压缩编码算法，通过实时流媒体传输技术实现了网络传输，整个系统具有稳定可靠、安装简便、成本低廉等特点，可扩展应用在工业控制、视频会议系统、可视电话、远程监控系统等诸多领域。
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